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TOSHIBA AMERICA INFORMATION SYSTEMS, INC. (“TAIS")
Telecommunication Systems Division License Agreement

IMPORTANT: THIS LICENSE AGREEMENT ("AGREEMENT") IS A LEGAL AGREEMENT BETWEEN YOU ("YOU") AND TAIS. CAREFULLY READ THIS LICENSE AGREEMENT. USE OF ANY
SOFTWARE OR ANY RELATED INFORMATION (COLLECTIVELY, "SOFTWARE") INSTALLED ON OR SHIPPED WITH A TAIS DIGITAL SOLUTIONS PRODUCT OR OTHERWISE MADE AVAILABLE TO
YOU BY TAIS IN WHATEVER FORM OR MEDIA, WILL CONSTITUTE YOUR ACCEPTANCE OF THESE TERMS, UNLESS SEPARATE TERMS ARE PROVIDED BY THE SOFTWARE SUPPLIER. IF
YOU DO NOT AGREE WITH THE TERMS OF THIS LICENSE AGREEMENT, DO NCT INSTALL, COPY OR USE THE SOFTWARE AND PROMPTLY RETURN IT TO THE LOCATION FROM WHICH YOU
OBTAINED IT IN ACCORDAMCE WITH APPLICABLE RETURN POLICIES. EXCEPT AS OTHERWISE AUTHORIZED IN WRITING BY TAIS, THIS SOFTWARE IS LICENSED FOR DISTRIBUTION
THROUGH TAIS AUTHORIZED CHANNELS ONLY TO END-USERS PURSUANT TO THIS LICENSE AGREEMENT.

1. License Grant. The Software is not sold; it is li 1 upon pay of applicable charges. TAIS grants lo you a personal, non-transferable and non-exclusive right to use the copy of the Software
provided under this License Aga'eemam 'rou agree you will not copy the Software except as necessary to use it on one TAIS system at a time at one location. Modifying, franslating, renting, copying,
distributing, printing, sublicensing g or assigning all or part of the Software, or any rights granted hereunder, fo any other persons and removing any proprietary notices, labels or marks from the

Software is stricily prohibited except as pemm‘tsd by applicable law; you agree violation of such restrictions will cause ireparable harm to TAIS and provide grounds for injunctive relief, without notice,
against you or any other person in possession of the Software. You and any other person whose possession of the software viclates this License Agreement shall promptly surender possession of the
Software to TAIS, upon demand. Furthermore, you hereby agree not to create derivative works based on the Soft TAIS the right to terminale this license and to immediately repossess the
software in the event that you or any other person violates this License A t. Execution of the Sof for any additional capabilities require a valid run-time license.

2. Intellectual Property. You ach dge that no title to the intellectual property in the Software is transferred to you. You further acknowledge that title and full ownership rights to the Software will remain
the exclusive property of TAIS andlor its suppliers, and you will not acquire any rights to the Software, except the license expressly set forth above. You will not remove or change any proprietary notices
contained in or on the Soft The Soft is protected under US palent, copyright, trade secret, andlor other proprigtary laws, as well as intemational treaties. Any transfer, use, or copying of the
software in violation of the License Agreement constitutes copyright infringement. You are hereby on notice that any transfer, use, or copying of the Software in violation of this License Agreement constitutes
a willful infringement of copyright.

3. Mo Reverse Engineering. You agree that you will not attempt, and if you employ employees or engage contractors, you will use your best efforts to prevent your employees and contractors from
altempting to reverse compile, reverse engi madify, translate or di ble the Software in whole or in part. Any failure to comply with the above or any other terms and conditions contained herein
will result in the automatic termination of this license and the reversion of the rights granted hereunder back to TAIS.

4, Limited Warranty. THE SOFTWARE 1S PROVIDED “AS 15" WITHOUT WARRANTY OF ANY KIND. TO THE MAXIMUM EXTENT PERMITTED BY APPLICABLE LAW, TAIS AND ITS SUPPLIERS
DISCLAIM ALL WARRANTIES WITH REGARD TO THE SOFTWARE, EITHER EXPRESS OR IMPLIED, INCLUDING, BUT NOT LIMITED TO, THE WARRANTY OF NON-INFRINGEMENT OF THIRD
PARTY RIGHTS, THE WARRANTY OF YEAR 2000 COMPLIANCE, AND THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE. THE ENTIRE RISK AS
TO THE QUALITY AND PERFORMANCE OF THE SOFTWARE 1S WITH YOU. NEITHER TAIS NOR ITS SUPPLIERS WARRANT THAT THE FUNCTIONS CONTAINED IN THE SOFTWARE WILL MEET
YOUR REQUIREMENTS OR THAT THE OPERATION OF THE SOFTWARE WILL BE UNINTERRUPTED OR ERROR-FREE. HOWEVER, TAIS WARRANTS THAT ANY MEDIA ON WHICH THE
SOFTWARE IS FURNISHED IS FREE FROM DEFECTS IN MATERIAL AND WORKMANSHIP UNDER NORMAL USE FOR A PERIOD OF NINETY (90) DAYS FROM THE DATE OF DELIVERY TO
You.

5. Limitation Of Liability. TAIS' ENTIRE LIABILITY AND YOUR SOLE AND EXCLUSIVE REMEDY UNDER THIS LICENSE AGREEMENT SHALL BE AT TAIS' OPTION REPLACEMENT OF THE MEDIA OR
REFUND OF THE PRICE PAID. TO THE MAXIMUM EXTENT PERMITTED BY APPLICABLE LAW, IN NO EVENT SHALL TAIS OR TS SUPPLIERS BE LIABLE TO YOU FOR ANY CONSEQUENTIAL,
SPECIAL, INCIDENTAL OR INDIRECT DAMAGES FOR PERSONAL INJURY, LOSS OF BUSINESS PROFITS, BUSINESS INTERRUPTION, LOSS OF BUSINESS INFORMATION/DATA, OR ANY
OTHER PECUNIARY LOSS OF ANY KIND ARISING OUT OF THE USE OR INABILITY TO USE THE SOFTWARE, EVEN IF TAIS OR ITS SUPPLIER HAS BEEN ADVISED OF THE POSSIBILITY OF
SUCH DAMAGES. IN NO EVENT SHALL TAIS OR ITS SUPPLIERS BE LIABLE FOR ANY CLAIM BY A THIRD PARTY.

6, StatelJurisdiction Laws. SOME STATESIJURISDICTIONS DO NOT ALLOW THE EXCLUSION OF IMPLIED WARRANTIES OR LIMITATIONS ON HOW LONG AN IMPLIED WARRANTY MAY LAST, OR
THE EXCLUSION OR LIMITATION OF INCIDENTAL OR CONSEQUENTIAL DAMAGES, SO SUCH LIMITATIONS OR EXCLUSIONS MAY NOT APPLY TO YOU. THIS LIMITED WARRANTY GIVES YOU
SPECIFIC RIGHTS AND YOU MAY ALSO HAVE OTHER RIGHTS WHICH VARY FROM STATEAURISDICTION TO STATE/JURISDICTION.

7. Export Laws. This License Agreement involves products andior technical data that may be controlled under the United States Export Administration Regulations and may be subject to the approval of the
United States Department of Commerce prior to export, Any export, directly or indirectly, in contravention of the United States Export Administration Requiations, or any other applicable law, regulation or
arder, is prohibited.

8. Govemning Law. This License Agreement will be govemed by the laws of the State of California, United States of America, excluding its conflict of law provisions.

9. United States Govemment Reslricted Rights. The Software is provided with Restricted Rights. The Soft and other als provided h l titute C ial Computer Soft and

Software Documentation and Technical Data related to Commercial ltems. Consistent with FA.R. 12.211 and 12.212 they are li itothe U.S. G t under, and the U.S. Government's rights
therein are restricted pursuant o, the vendor's commercial license.

10. Severability. If any provision of this License Agreement shall be held to be invalid, ilegal or unenforceable, the validity, legality and enforceability of the remaining provisions hereof shall not in any way
be affected or impaired.

11. No Waiver. No waiver of any breach of any provision of this License Agreement shall constitute a waiver of any prior, concurrent or subsequent breach of the same or any other provisions hereof, and no
waiver shall be effective unless made in writing and signed by an authorized representative of the waiving party.

12. Supplier Software. The Software may include certain software provided by TAIS suppliers. In such event, you agree that such supplier may be designated by TAIS as a third party beneficiary of TAIS with
rights to enforce the Agreement with respect to supplier's software.

YOU ACKNOWLEDGE THAT YOU HAVE READ THIS LICENSE AGREEMENT AND THAT YOU UNDERSTAND ITS PROVISIONS. YOU AGREE TO BE BOUND BY ITS TERMS AND CONDITIONS. YOU
FURTHER AGREE THAT THIS LICENSE AGREEMENT CONTAINS THE COMPLETE AND EXCLUSIVE AGREEMENT BETWEEN YOU AND TAIS AND SUPERSEDES ANY PROPOSAL OR PRIOR
AGREEMENT, ORAL OR WRITTEN, OR ANY OTHER COMMUNICATION RELATING TO THE SUBJECT MATTER OF THIS LICENSE AGREEMENT,

'l'nulttha Amnm Information Systems, Inc.
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9740 Irvine Bnu.lmrd
Irvine, California 82618-1697
United States of America
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Telecommunication Systems Division
End-User Limited Warranty

Toshiba America Information Systems, Inc., (“TAIS™) warrants that this telephone equipment manufactured by
Toshiba (except for fuses, lamps, and other consumables) will, upon delivery by TAIS or an authorized TAIS
dealer to a retail customer in new condition, be free from defects in material and workmanship for twenty-four (24)
months after delivery, except as otherwise provided by TAIS in the TAIS warranty accompanying the products or
posted on TAIS’s website. Products which are not manufactured by Toshiba but are purchased from Toshiba, will
be subject to the warranty provisions provided by the equipment manufacturer, unless TAIS notifies the end-user
of any additional warranty provisions in writing.

This warranty is void (a) if the equipment is used under other than normal use and maintenance conditions, (b) if
the equipment is modified or altered, unless the modification or alteration is expressly authorized by TAIS, (c) if
the equipment is subject to abuse, neglect, lightning, electrical fault, or accident, (d) if the equipment is repaired
by someone other than TAIS or an authorized TAIS dealer, (e) if the equipment’s serial number is defaced or
missing, or (f) if the equipment is installed or used in combination or in assembly with products not supplied by
TAIS and which are not compatible or are of inferior quality, design, or performance.

The sole obligation of TAIS or Toshiba Corporation under this warranty, or under any other legal obligation with
respect to the equipment, is the repair or replacement of such defective or missing parts as are causing the malfunc-
tion by TAIS or its authorized dealer with new or refurbished parts (at their option). If TAIS or one of its autho-
rized dealers does not replace or repair such parts, the retail customer’s sole remedy will be a refund of the price
charged by TAIS to its dealers for such parts as are proven to be defective, and which are returned to TAIS through
one of its authorized dealers within the warranty period and no later than thirty (30) days after such malfunction,
whichever first occurs.

Under no circumstances will the retail customer or any user or dealer or other person be entitled to any direct,
special, indirect, consequential, or exemplary damages, for breach of contract, tort, or otherwise. Under no circum-
stances will any such person be entitled to any sum greater than the purchase price paid for the item of equipment
that is malfunctioning.

To obtain service under this warranty, the retail customer must bring the malfunction of the machine to the
attention of one of TAIS’ authorized dealers within the applicable warranty period and no later than thirty (30)
days after such malfunction, whichever first occurs. Failure to bring the malfunction to the attention of an autho-
rized TAIS dealer within the prescribed time results in the customer being not entitled to warranty service.

THERE ARE NO OTHER WARRANTIES FROM EITHER TOSHIBA AMERICA INFORMATION SYSTEMS,
INC., OR TOSHIBA CORPORATION WHICH EXTEND BEYOND THE FACE OF THIS WARRANTY. ALL
OTHER WARRANTIES, EXPRESS OR IMPLIED, INCLUDING THE WARRANTIES OF MERCHANTABILITY,
FITNESS FOR A PARTICULAR PURPOSE, AND FITNESS FOR USE, ARE EXCLUDED.

No TAIS dealer and no person other than an officer of TAIS may extend or modify this warranty. No such modifi-
cation or extension is effective unless it is in writing and signed by the Vice President and General Manager,
Telecommunication Systems Division.



WARRANTIES FOR NON-TOSHIBA BRANDED THIRD
PARTY PRODUCTS

A valuable element of Toshiba’s product strategy is to offer our customers a complete product portfolio. To
provide this value to our customers at the most optimal prices, we offer both Toshiba-branded and third-
party manufactured products that support our Toshiba Strata CIX product portfolio. Similar to other
resellers of software, hardware and peripherals, these third-party manufactured products carry warranties
independent of our Toshiba limited warranty provided with our Toshiba-branded products. Customers
should note that third-party manufacturer warranties vary from product to product and are covered by the
warranties provided through the original manufacturer and passed on intact to the purchaser by Toshiba.
Customers should consult their product documentation for third-party warranty information specific to third-
party products. More information may also be available in some cases from the manufacturer’s public
website.

While Toshiba offers a wide selection of software, hardware and peripheral products, we do not specifically
test or guarantee that the third-party products we offer work under every configuration with any or all of the
various models of the Toshiba Strata CIX. Toshiba does not endorse, warrant nor assume any liability in
connection with such third party products or services. If you have questions about compatibility, we
recommend and encourage you to contact the third-party software, hardware and peripheral product
manufacturer directly.
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Introduction

This guide has been customized for your use and describes how to use the independent CIX
programs with the Stratagy ES Media Application Server.

Organization

This Program Administrator Manual includes one or more of the following topics.

¢ Chapter 1 — My Phone Manager™ covers the My Phone Manager program. The program is a
Microsoft® Windows®-based telephone administration system for use by individual phone
users. It allows the administrator to manage their communication devices through a Web
Browser from even remote locations.

* Chapter 2 — FeatureFlex™ describes the new FeatureFlex program that serves as an
application development tool that enables the customer to develop custom applications easily
and quickly.

* Chapter 3 — InfoManager™ provides applications (e.g., company news, stock quotes,
weather, calendar) that can be used with display versions of the IP5000- and IPT2000-Series
telephones or a PC with a web browser. The user can view them using the telephone’s LCD or
a network PC.

* Chapter 5 - Uniform Call Distribution provides ACD-like service based on the simplified
Distributed Hunt feature.

* Chapter 4 — eMonitor/Alarm Notification sends a notification of a system alarm condition.
The notification can be sent over a network connection to an eMonitor system, other
application, and, optionally, to a feature button on a telephone. This chapter also includes the
instructions for using the Strata CIX Network eMonitor.

* Chapter 6 — Traffic Measurement and Reporting includes the description of the feature,
Initialization, Output Statistics, Capacities, Reports, and other details.

Conventions

Conventions Description

Elaborates specific items or references other information. Within
Note some tables, general notes apply to the entire table and numbered
notes apply to specific items.

Important! Calls attention to important instructions or information.

Advises you that hardware, software applications, or data could be

|
CAUTION! damaged if the instructions are not followed closely.

Courier Shows a computer keyboard entry or screen display.




Introduction
Related Documents/Media

Conventions Description
Arial Bold Represents tokens. For example: M( ).
“Type” Indicates entry of a string of text.

Indicates entry of a single key. For example: Type prog then

Press press Enter.
Shows a multiple PC keyboard or phone button entry. Entries
Plus (+) without spaces between them show a simultaneous entry.
Example: Esc + Enter. Entries with spaces between them show
a sequential entry. Example: # + 5.
Tilde (~) Means “through.” Example: 350~640 Hz frequency range.
> Denotes a procedure.

Denotes the step in a one-step procedure.

Grey words within the printed text denote cross-references. In the
electronic version of this document (Strata CIX Library

CD-ROM or FYI Internet download), cross-references appear in
blue hypertext.

See Figure 10

Related Documents/Media

Note Some documents listed here may appear in different versions on the CD-ROM, FYI, or in
print. To find the most current version, check the version/date in the Publication
Information on the back of the document’s title page.

You can find additional detailed information about Stratagy in the following companion documents:

¢ Strata CIX General Description

¢ Strata CIX Installation and Maintenance Manual

¢ Strata CIX Programming Manual (Volume 1)

¢ Strata CIX Programming Manual (Volume 2) Stratagy ES Voice Mail Application

¢ Strata CIX Application and Documentation Library CD-ROM

For authorized users, Internet site FY| (http:/fyi.tsd.toshiba.com) contains all current Stratagy ES
documentation and enables you to view, print, and download current publications.

Vi



My Phone Manager™ 1

This chapter serves as a companion document to the My Phone Manager User Guide. It is written
for the Administrator who will be installing, configuring and administering the program. All feature
descriptions and how to use the features are in the user guide.

My Phone Manager™ is a Microsoft® Windows®-based telephone administration system for use
by individual phone users. It allows the administrator to manage their communication devices
through a Web Browser from even remote locations.

The Client PC must have a network connection and Microsoft® Internet Explorer 6.00 or above. The
user connects to My Phone Manager with the browser in the same manner as connecting to any
Website.

Note At this time My Phone Manager only supports Windows IE. Other browsers are not
supported.

The number of concurrent users who can use the program depends on the server platform on which
the program is installed. Windows 2000 Professional and Windows XP Professional are limited to
10 connections per server—MAS or PC. The Windows 2000 server can have up to 256
simultaneous users.

Note For a complete wording of the Microsoft License Agreement, see the End-User License
Agreement (EULA) document in the Windows program. To view the EULA document, click
Start > Run. In the pop-up box, type EULA.txt and click OK.

When the maximum number of users are logged on to the program, the next user who attempts to
log on will see the message “Error Message: HTTP 403.9 — Access Forbidden: Too many users are
connected.”

My Phone Manager is a service provided for the following users:

* Telephone users both in the office and/or from a remote location who can use the Web Browser
and Internet connection to customize settings for his/her phone and voice mailbox, including
setting Call Forward and Do Not Disturb.

* Supervisor who has access clearance to configuring features such as System Speed Dial,
Advisory Message and Account Codes.
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My Phone Manager™
My Phone Manager Server PC Hardware/Software Requirements

My Phone Manager Server PC Hardware/Software
Requirements

Minimum Hardware Platform

Intel® Pentium 400 MHz or faster

512MB RAM

1.6GB free space on the hard disk

SVGA card and monitor

CD-ROM drive

Network Interface Card (NIC) connects to URL

Minimum Software Platform

Windows® 2000 Pro/XP Pro

Note XP Home Edition is not supported.

Internet Explorer version 6.00 or higher

System Configuration

There are two basic hardware configurations for My Phone Manager (see Figure 1-1 below).

Configuration 1 has My Phone Manager and eManager™ software installed on the MAS with Client
PCs able to access it over the Internet. Configuration 2 has a PC server on the network that has My
Phone Manager software installed on it.

Figure 1-1 My Phone Manager System Configurations

Configuration 1

MAS
(with eManager and

Strata CIX My Phone Manager)

T
IEL"' L 1
Client PC
Configuration 2
: Strata CIX MAS
I. [ (with eManager)
= [ ]

VPN/
Internet

Client PC

7663

My Phone Manager Client PC
Server

VPN/
Internet
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My Phone Manager™
Installation

Installation

Note You need to uninstall any existing My Phone Manager software before starting this
procedure.

Insert the CD-ROM into the CD-ROM drive. The Installation screen displays.
Click Install My Phone Manager and the installation begins.

Follow the installation instructions on the screen.

Click Finish when the installation is complete. The system reboots.

P w bR

Notes

« The installer automatically creates the Default Web Site virtual directory
“MyPhoneManager.”

« Theinstaller automatically registers all necessary components.

User Levels

There are three levels—normal, Superl and Super2. The levels are assigned in the My Phone
Manager Level field in the Station > Station Assignments screen of Network eManager.

Note The Superl user is not the System Administrator of the program. The Superl user is
someone located in the company who can be assigned to take care of day-to-day
operations such as system speed dial and account codes, etc.

The Normal level allows the user to view all menu options except Account Code and DISA Code.
In addition, there are two screens where additional fields are only available to the Superl user.

The Superl level allows the user to view all menu options including the Account Code and DISA
Code. The Superl user also has access to additional fields on the following screens enabling the
editing of those screens—Advisory Message and System Speed Dial screens.

Configure My Phone Manager
Step 1. Configure Users

1. In Network eManager, click Station > Station Assignments. The Assignments screen displays.

2. Choose the DN from the list at the right side of the screen and click Refresh. The screen that
displays is Program 200 Station Data for DKTs or SLTs, or Program 260 Full IP Station
Assignment for IP-VM or IPTs.
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Configure My Phone Manager

3. Set the following parameters (sample

Note

screen shown at right):

* Set System Speed Dial — Set to
Enable (allows the Superl user to
make changes to the system speed
dial through My Phone Manager or
the phone).

* My Phone Manager Level — Choose
one: Normal, Superl, Super?2.

¢ Security Code — Set to CIX security
code.

This security code is what the
client uses to log into the CIX. If
you use your telephone security
code, you can only manage the
CIX phone system. Users who

want to manage both their phone system and voice mail must use their voice mail security

code to log in.

TOSHIBA Coix
Leadi

ling Innovation ¥

Step 2: Log In as Administrator

1.
2.

6.

Start the Internet Explorer.
Type http://<PC Name>/

MyPhoneManager (example: http:/
/INETWORK/MyPhoneManager)

Sign in with your Extension and Security code

and press <Enter>. The Login
screen displays (shown right).

In the Telephone System field,
select your system from the drop-
down menu.

In the Extension field, type in
Administrator.

In the Security code field, type in
“password.”

Telephone System
Extension 200

Security code

Change security code or password []

Click Sign In.

Step 3: Change Administrator Password

1. The Change Administrator Password screen displays below the Equipment Setup screen.

2. Type in the new password and confirm it. Click Change.

Step 4: Equipment Setup

The Equipment Setup screen is for adding, modifying or deleting equipment. If you enter the
information for both the CIX and SES as one piece of equipment, the menu you view will be a
blended menu of both CIX and Stratagy options (see “Program Menu” on page 7).

If you want the option of viewing only CIX programming or only Stratagy ES programming, you
need to make and save a separate entry for each piece of Equipment in this screen. For
example: For CIX only, leave the IP Address for the SES blank and for Stratagy only, leave the

CIX fields blank.

The defined equipment is saved in a file and stored on the server.
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Configure My Phone Manager

Note This file is not combined with the equipment entered on the Equipment Editor screen from
the Network eManager Profile.

Equipment Seiup
| setect Equipment |
Equipment Name E
CIX/CTX: IP Address I
Community Hame: l
Confirm Community I
Hame
SES: IP Address [
Add | Modiy | Delete Finish

Change Administrator Password

Hew Password
Confirm Pagsword
_Change |

1. Select a Telephone System from the Equipment drop-down menu. If the desired equipment
name is not found, type in a name in the Equipment Name field and click Add.

Note To delete an Equipment name, select it from the drop-down menu and click Delete.

2. In the Equipment section, fill in the appropriate fields based on the descriptions shown in Table
1 below.

3. Click Finish.

Table 1 Equipment Editor Screen Fields

Equipment Name Name designating the equipment. For example: CIX999.
Possible values:alphanumeric characters

CIX

IP Address Enter the IP Address of the CIX system. For example: 192.168.254.253.
Format: XXX.XXX.XXX.XXX

Community Name | Enter the Community password.
Possible values: Alpha characters

Default: communityName
Confirm Re-enter the Community password.
Community Name
SES
IP Address Enter the IP Address of the Media Server. For example: 192.168.254.252.

Format: XXX.XXX.XXX. XXX
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Run My Phone Manager

1. Start the Internet Explorer.
2. Type http://<PC Name>/

Note

6.
7.

Important!

MyPhoneManager (example: http:/
INETWORK/MyPhoneManager)
and press <Enter>. The Login
screen displays (shown right).

In the Telephone System field,
select your system from the drop-
down menu.

Type in your Extension and
Security code.

(Optional) Check Change Security
Code or Password.

This security code is for the
individual user of the program.

Click Sign In.

If you checked Change Security
Code, a dialog box displays (shown
right). You are requested to enter the
new password and confirm it. If the
security code is to access only the
phone, check the radio button For
Telephone access Only. Otherwise,
check For Mailbox and Telephone
access. Click Apply.

If using voice mail,
changing the security code
on this screen
automatically changes the
password/security code of
your voice mail and vice
versa.

Sign in with your Extension and Security code

Telephone System
Extension 200

Security code

Change security code or password []

You have logged into

Mailbox 304
Extension 304

Please input the new security code fo change it

News security code I

Coriern secunty code |
= For Mailbox and Telephone access

" For Telephone access Only

_Aoply | Concel |

8. The My Phone Manager main screen displays.
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My Phone Manager Main Screen

My Phone Manager Main Screen

After you log in to My Phone Manager, the main screen displays (shown below). Verify the
information on this screen. It contains the System type and Software version.

Welcome, user 200 My Phone Manager

[ _Voice Mail Setting |

Program Menu

.

i About My Phone Manager Software

Telephone Setting Toshiba Areica komaisn Systerms, e Versions

[* call Forward/DND | MyPhone Manager Viersion V3 00AZ8
{* Display Dial Code SES Version 5 03

{(* Advisory Message Copyright © 2004 Tushsba America Inborraton Syatems, Iné

|* System Speed Dial I

GIrTT—

Program Menu

The Program Menu is the primary
tool used to navigate through My
Phone Manager. Click a selection to
open the options available.

-
The Program menu consists of teiephone Setting

three possible configurations—only # Call Forward/DND
CIX options, only Stratagy ES -
options or a blend of both. Display Dial Code

What you see depends upon: * Advisory Message

* the equipment you are * System Speed Dial
connected to using the Sign In

screen, Telephone System field (e ARl

* or, the extension and security * DISA Code
code that was used at log in.

Voice Mail Options

* FeatureFlex FeatureFlex Options

Telephone System Options

Superl Options

The figure to the right shows a

Standard Options
blended menu.

Note See My Phone Manager
User Guide for a complete description of these features and how to use them.
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Program Menu

Voice Mail Settings

The user can access the Media Server to customize their mailbox settings. The features are:

Mailbox settings

Name and Greetings

Message Notification

Distribution Lists

One Number Access (must be enabled by System Administrator in the CIX Network eManager)

FeatureFlex

The user can access FeatureFlex to customize the features. See Chapter 2 — FeatureFlex™.

Telephone System

The user can access the Telephone system to personalize telephone settings, retrieve information
and remotely activate/deactivate phone features. The following are the phone features:

Telephone Setting

¢ Basic Settings

¢ Key Programming

¢ Speed Dial Setting

¢ Advanced Settings

* DKT Phone Settings

Call Forward/DND

¢ DND Activating

¢ Call Forward Setting

Display Dial Code (for display only)
Advisory Message (user can only display, Supers1/2 can display and edit).

TOSHIBA My Phone Manager

i

Call Forward DND ‘E‘
[+ Diapiay Dit Coce | o .
P — o Displays only
(- _sysem Speed Oa_| e on Supers1/2
= screen
QITTE—
QICTT—

st |

Figure 1-1 Advisory Message Screen
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About
¢ System Speed Dial (shown below) — user can only display, Supers1/2 can display and edit
TOSHIBA My Phone M
e : : —— Supers1/2
P w ] (] Eom] (o) | ) €<———
ar—=n il Faad Fal ; capability
(= Call ForwardTHD __ [RRIE I 1T WATAUES CHLL
(= Diniay Dil Code b
QUrTITTE | M
e DI
w
orTE— T
rrmm— -
Figure 1-2 System Speed Dial Screen
Superl Options
* DISA Code (access limited to Supersl1/2 user)
¢ Account Code (access limited to Superl/2 user)
About
» Click on About and the Main Screen displays (shown on page 7).
Log Out
» Click on Log Out and the Login screen displays (shown on page 6).
Strata CIX Application Implementation Vol 3  09/09 1-9
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FeatureFlex™ 2

FeatureFlex™ is a new application development tool that enables the customer to develop custom
applications easily and quickly.

In order to use FeatureFlex applications, the feature must first be assigned to the extension. The
assignment is done using the Options screen in the eManager program (see Chapter 2 in the Strata
CIX Programming Manual). eManager provides the user with friendly, easy-to-learn, and easy-to-
use user interfaces to install/uninstall customer-developed FeatureFlex applications. Then, using
either eManager or the My Phone Manager program, the feature is configured for the individual
phone.

Set up FeatureFlex

Step 1: Configure the Stratagy ES System

» Configure the Stratagy ES system for CIX/CTX Proprietary Integration per Chapter 10 of the
Strata CIX Voice Programming Manual Volume 2.

Step 2: Use Network eManager to Configure FeatureFlex

1. Log in to Network eManager. Click the Connect to Equipment icon and, in the next screen
(shown below), select the system(s) to configure FeatureFlex applications and click Connect.

Home Clients b Connacted Equipment b Application Settings »

Strata
TOSHIBA Cox N EANASER

Leading Innovation >>> TOSHIBA TELECOMMUNICATION SYSTEMS DIVISION
User Name: Administrator log out

Clients - Connect to Client Equipment

Connect to Client Equipment
[+1[-]
# [ pemo cIx
-7 TRACT
=+ ¥ TELECOM DEMO SYSTEM
& ¥ 1sp

Qf‘ ™ cIx200-TECH
E ™ cix670-wEST
!_‘J- ™ CIx670-CENTRAL
Qf‘ ™ cixe70-EAST
ﬁ ™ cix200-GLoBAL

Please choose connect mode: (" sStrata Net mode ™ Non-Strata Net mode

Connect using Dial-Up: [~

Network eManager: V5.20A02 ©2008 Toshiba America Information Systems
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Set up FeatureFlex

2. Putthe cursor over Stratagy ES in the toolbar to expand the menu and select VM System > VM
Parameters. This expansion menu is shown here.

onnected Equip;

szrace: NETWORK
TOSHIBA Ccix EMANAGER

Leading Innovation 3> TOSHIRA TELECOMMUNICATION SYSTEMS DIVISION
User Name: Administrator log out

Site (location): TSD

Equipment Type:  CIX200 : LCTU

Equipment Version: ARS.20 MT009.00

Mailb S Equipment Name:  CIX200-TECH

Distribution List 1P Addre 98.174.157.60

Voice Mail: 98.174.157.63

VM Sofware Version: can't read "version_string" no such variable
MAC Address: 00080d9ab1fo

Country: usa

3. Scroll down to the sys_voicemail_pilot_number parameter (at the bottom of the screen) and
assign the voice mail pilot number.

Home Clients b Connected Equipment P Application Settings b

S22 NETWORK
:r?.s,"' | Bt,A - €cx EMVANAGER
eading Innovation ~ TOSHIBA TELECOMMUNICATION SYSTEMS DIVISION

User Name: Administrator log out

Stratagy ES Alarm/Traffic

Stratagy ES - VM System - VM Parameters
ELECOM DEMO SYSTEM lsys acfve_hold ‘TRUE Vl Parameter's Description ~
— E This parameter controls &
6511 | wihether the Stratagy ES
will accept 0 as the
i Calling Party ID or
Source ID in a SMDI
lsys_amis_couny_cods ‘ 1 ! packet

lsys_adispaicher_port

[sys_ames_area_code \

CIX200-TECH

lsys_ames. dsk_l s | For example, the Strata

K = CTX phone system will

loys_ amis_enabled | FALSE v | send the folowing SMDI

T e packet if a trunk ig

lsys_amis_fure_rery “3 | ringing directly into the

s C— Stratagy ES:

lsys_amis_loopback_enable 1 TRUE »

E— 1D001208a0000000000 —

eys_ames_fm ‘ 989 |

T Normally, Stratagy ES

|SyS_amis_max_msg ‘WUDU | will accept an MOI
packet with this syntax

lsys_ames_max_node }255 | and understand it az a

F cal being forwarded

sys_amis_ma 4 | from extension 0 into the
system. If mailbox 0

lsys_ames_telephone_number ‘ | exists in the system, the

F — Stratagy ES would

lsys_ames_unknown_node_action |2 % ‘ attempt to take a

T r— = message for maibox 0. %

lsys_answenng_machine_deiecion FALSE »

s ~m bl 4 1

008 Toshiba America Information Systems

4. Set this value to the pilot number of the voice mail hunt group.
5. Click Submit.
6. Restart Stratagy ES.
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Set up FeatureFlex

Step 3: License Requirement
1. A FeatureFlex license for CIX (LIC-CIX-FF) must be purchased.

2. Follow the procedures in MAS Licensing of the Strata CIX Voice Programming Manual
Volume 2.

Step 4: Program Strata CIX for Adaptability

1. Using Network eManager, click System > 1/O Device. Program 803 1/0O Device screen displays
(shown below).

Home Clients b Connected Equipment P Application Settings P
Serate: NETWORI
TOSHIBA €cix EMANAGER

Leading Innovation >>> TOSHIBA TELECOMMUNICATION SYSTEMS DIVISION

User Name: Administrator log out

Stratagy ES b | System » | Station » |Trunk P |IP-Telephony » |LCR/DR b |Strata Net » |Maintenance » |Alarm/Traffic b |Help »

System - I/O Device
ELECOM DEMO SYSTEM

Pp—

803 APPLICATION PORT ASSIGNMENTS

CIX200-TECH 08 Liogied) Dievice o | | 01 Device Gonnection | ]

Port Index No. [

‘ Suhmll‘ Print ‘ Re(rah| Get Default

Network eManager: V5.20A02 ©2008 Toshiba America Information Systems

2. Click the 10 Logical Device tab. This screen is used to assign SMDR and SMDI to logical
device and BSIS port numbers.

First set the screen to:

¢ 00 Logical Device No. — 208 CTI #8.
¢ Device Port No. — set device to 11.
¢ FBO01Device Connection — LAN.
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Set up FeatureFlex

3. Click the LAN Device tab to show Program 801, CIX/CTX NETWORK JACK LAN DEVICE
ASSIGNMENT. This screen assigns LAN parameters for the PC applications connected to the
LCTU Network Jack through a LAN or Hub.

TOSHIBA

Leading Innovation >>> TOSHIBA TELECOMMUNICATION SYSTEMS DIVISION

Stratagy ES

System - /O Device
ELECOM DEMO SYSTEM

&

CIX200-TECH

t-

CIX670-WEST

T

CIX670-CENTRAL

7y

CIX670-EAST

CIX200-GLOBAL

7y

» |System

Home Clients P Connected Equipment b Application Settings

serata’ NETWORK
€cix EMANAGER

User Name: Administrator log out

} | Station b | Trunk } |LCR/DR

¥ | 1P-Telephony } |Strata Net b [Maintenance ¥ |Alarm/Traffic »F |Help >

PP R rss2 seriel Fort

801 CIXICTX NETWORK JACK LAN DEVICE ASSIGNMENTS

00 LAN Port Index No. [ st |

01 Pratocol 02 Application Type [ |
03 Data Flow 04 Server Port No.

15 Client IP [ = o o« |

06 Glient Port No. ——|

07 Read Retry No. 08 Write Retry No. [ v
19 CallerName Set To CSTA |

I Suhmlli Print I RefreshJ Get Default I Copy '

oshiba America Information Systems

First set screen to:

00 Set LAN
01 Protocol

Port No. to the port number set in Program 803 for 208CTI#8.
=TCP

02 PC Operation Type = Server

03 Data Flow = Asynchronization
04 Server Port Number = 1117
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Access FeatureFlex

Access FeatureFlex

Important! You must be connected to the Media Application Server (MAS) in order to see the
FeatureFlex menu option.

1. In Network eManager, go to Stratagy ES > FeatureFlex > Configuration
2. The FeatureFlex Configuration screen displays (shown below).

Home Clients b Connected Equipment » Application Settings »

seraca” NETWORK
TOSHIBA €cix EMANAGER

Leading Innovation >>> TOSHIBA TELECOMMUNICATION SYSTEMS DIVISION
User Name: Administrator

Stratagy ES b |System » | Station » |Trunk » |IP-Telephony » |LCR/DR b | Strata Net ¥ | Maintenance » | Alarm/Traffic » |Help »

log out

Stratagy ES - Feature Flex - Configuration
ELECOM DEMO SYSTEM

CIX200-TECH

The first time you access this screen it is blank. As you assign features to phones the assigned
features display on this screen.

From this screen, you can see the list of existing Application(s), Extension and User Agent to
which each is assigned. Placing the cursor on an application displays a one-line description of
the feature.

Sorting the Screen
» Click on an up arrow (A) in the field and the column is sorted in ascending order
...or click on a down arrow (W) in the field and the column is sorted in descending order.

Strata CIX Application Implementation Vol 3  09/09



FeatureFlex™
Add FeatureFlex Application to Phone

Add FeatureFlex Application to Phone

1. From the FeatureFlex Configuration screen, click Add. The Add FeatureFlex Application screen
displays (shown below).

2] hitps/96.174,157.9/eManager/mainfeManager Appms/fF_AE.asp?action=Add&PDNList=2996,2097,3033,3034, 3035, 3038, 2000, 2001, 2004, 2012, 2050,205 1, 2052, 2053,2054,20 |

Add FeatureFlex Application

e e

Alarm Clock

Call Monsior
HoDesk

One Number Access
Personal Call Handler
Retm Call

Screen Call

Selected Extension [ User Agent

1
%0
%6
985
987
988
989
%0

2. Highlight the Application, Ext., and User Agent you want to assign to a phone. Highlighting an
application also displays the description. Depending upon the chosen feature, additional pop-
up boxes display. Fill in the requested information.

3. Click Add. The FeatureFlex screen display shows the Application and the Selected Extension/
User Agent highlighted. For the same Application, choose other Extensions/User Agents and
click Add, making a list of the Extensions/User Agents for a particular Application.

4. After adding Applications and Extension/User Agents, click Assign. The FeatureFlex screen
shows the assignment results. Click on Print to print the list, or click on Close to go back to the
FeatureFlex Configuration screen.

Additional information regarding individual FeatureFlex applications parameters are shown in the
Edit FeatureFlex Application section.

Delete FeatureFlex Application from Phone

Note  This function only deletes the feature from the extension. It is not the same as the Remove
FeatureFlex Application described later.

1. Highlight the feature on the FeatureFlex Configuration screen and click Delete. A pop-up box
displays requesting you confirm the deletion.

2. Click OK. The feature is deleted from the screen.
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Remove FeatureFlex Application

Remove FeatureFlex Application

This function removes the feature from the system. To delete a feature from an individual phone,
use the Delete feature instead.

Home Clients b Connected Equipment b Application Settings »

TOSHIBA Cax VAT

MANAGER

TOSHIBA TEL SYSTE
User Name: Administrator log out

Leading Innovation >>>

Stratagy ES P [System b |Station P |Trunk P |IP-Telephony b |LCR/DR b |Strata Net

b | Maintenance b |Alarm/Traffic
Stratagy ES - Feature Flex - Removal
ELECOM DEMO SYSTEM

23

Application Name Description
46 Allows the user to ssf an slarm that has & name, and winch signale
CIX200-TECH the phone
Call Monitor: Monsior caller recording a message

Setucers perconal extension and cusiom eefinge.

Terminate incoming calls 1o a fist of destnations

Personal Call Handler This & a container for tesing.

From voice mad, place a call o the sender of a meseage. When
done: with that cal, resume voice mal &t the same message.
Screens cafic based on caller ID

T
-
1
i

CIX670-WEST

7y
i7
g e

CIX¥670-CENTRAL

CIX670-EAST

€

CIX200-GLOBAL

3 Toshiba America Information Systems

1. From Network eManager, click Stratagy ES > FeatureFlex > Removal. The Remove
FeatureFlex screen displays (shown above).

2. Highlight a feature in the box and click Remove. A pop-up box asks you to confirm the removal.
3. Click OK. The feature is removed.

Important! When an Administrator removes a feature, no phones can use that feature if they
already subscribed to it, and no phones can have that feature added to their

configurations. Once removed, a feature can only be reinstated by restoring the files
that compose the feature.
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Editing FeatureFlex Applications

FeatureFlex comes with preconfigured applications that can be customized by using the Edit
operation. The following applications and their parameters are edited individually or system-wide
as follows:

Note The user can also customize most of these parameters using My Phone Manager.

From the FeatureFlex Configuration screen, highlight the application to customize and click
Edit.

Alarm Clock

1. Highlight the particular Alarm Clock, Ext., and User Agent line(s) you want to change. Click
Edit. The current settings for the feature, Ext., and User Agent are displayed (shown below).

Edit FeatureFlex Application - Edit Feature Keys and User Agent Properties

Application Alarm Clock ‘
Ext §163 |
User Agent 5163 ‘
Alarm Clock Key v Display Text [ALARW ]
Destination ]

Alarm Time

Select the days on which the alarm should by

a
m

Active Days

v R -

2. Clicking Save saves the changes and brings up the next selection; clicking Next deletes the
changes and brings up the next selection. If there are no other selections, clicking Save saves
the changes and takes you back to the FeatureFlex Configuration screen.

Field Definitions

Field Description

Alarm Code Key Maps to an appllca_tlon .Iocatlon in the Key Map configurations.
Can only be done in this screen.

Display Text What displays on the LCD when the alarm clock feature is

play alarming the station (up to 24 characters long).
N These are the digits the system will dial at the alarm time. If

Destination . .
no digits are entered, no call will be made.

Alarm Time Enter the time for the alarm. Time is set in 12 or 24 hour
format.

Active Days The days the alarm clock feature is active.
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Call Monitor

Note This feature must be enabled/disabled from the end-user’s station device.

1. Highlight Call Monitor > Extension > User Agent. Click Edit. The edit screen for Call Monitor
displays (shown below).

Edit FeatureFlex Application - Edit Feature Keys and User Agent Properties
Tos H I BA Application Call Moniter |
Leading Innovation >>3 Ext 5115 ‘
Stratagy ES ¥ |System User Agent 5115 |
Stratagy ES - Feature Flex -
FELECOM DEMO SYSTEM Feature Key / Application No User Agent Property / Value
Call Monitor Key [~ Messoge Timeout  |5000 |
Restore Login
CIX200-TECH
CIX670-WEST
CIX670-CENTRAL
CIX670-EAST
£ | N he ¥
CIX200-GLOBAL . : save | [ Exit

» To reassign the Call Monitor Key
1. Turn off Call Monitoring on the phone.
2. Change the definition of the old key (either to 000 or to a new function).

3. Change the definition of the new key to Application Starting, with the proper application

number. This may be done via #9876 on the phone, via Network eManager, or via My Phone
Manager.

4. Press the new key to re-enable Call Monitoring on the phone.

Field Definitions

Field Description

Select the Feature Key Name/Application No. from the drop-
Call Monitor Key down menu. This will map to an application location in Key
Map configurations. This can only be done in this screen.

Number of milliseconds that Call Monitor shows messages
before reverting to the normal phone display

Message Timeout

Restore Login
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Return Call

1. Highlight Return Call > Extension > User Agent. Click Edit. The edit Return Call feature
displays (shown below).

Edit FeatureFlex Application - Edit Feature Keys and User Agent Properties

Application Return Call ‘
Ext 5114 |
User Agent 5114 |
Call Return Key Play Announcement

Immediate

Feature Key ‘ |
< > < >
e ] [

Note When using Return Call in a 10-digit dialing area the CIX may need to have LCR
Programming to remove digit 1.

Field Definitions

Field Description
Select the Feature Key Name/Application No. from the drop-
Call Return Key down menu. This will map to an application location in Key

Map configurations. This can only be done in this screen.

If checked, as soon as the reply call finishes (either end
hangs up), the Return Call immediately connects to voice
mail. If not checked, the user must press the feature key to
return to voice mail.

Immediate

Controls whether the system plays the prompt that states “I'll
retain your place in your mailbox if you wish to return.”

Feature Key Can be left blank, especially if Return Call Immediate is
checked. If the user wants to press a key to return to voice
mail, this parameter should be set to the “physical” key
location that is being used.

Play Announcement
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One Number Access

1. Highlight One Number Access > Extension > User Agent. Click Edit. The edit One Number
Access feature displays (shown below).

Edit FeatureFlex Application - Edit User Agent Properties

Application One Number Access ‘

Ext 5114 |

User Agent 5114 ‘

User Agent Property | Value
Dynamic Destinati | |
‘ONA Enabled |

W] (w0 (=)

2. Do not edit the User Agent Property/Values. You must edit these properties using the My
Phone Manager program. See My Phone Manager User Guide for instructions.
3. Click OK.

Field Definitions

Field Description
This value is a place holder for the Dynamic Destination which
. L will be determined by the locations input for the directory list.
Dynamic Destination

The Dynamic Destination is the location where a call is
successfully answered, if programmed to do so

If this box is unchecked, One Number Access will be disabled,

but the routing list will be retained. The feature can be turned
back on by checking this box.

ONA Enabled

Note Secondary Destination Number can be any destination including a cell phone, extension

in another node. When a PSTN number is used, do not add long distance prefix (1) or
LCR access code.
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Screen Call

1. Highlight Screen Call > Extension > User Agent. Click Edit. The edit Screen Call feature
displays (shown below).

Edit FeatureFlex Application - Edit User Agent Properties

Application Screen Call |
Ext 2001 ‘
User Agent 900 |

User Agent Property | Value

Destination 4

Send to Phone

iEiets

Destination

Send to VI

€

e R -

2. You may edit the fields in this screen using either Net eManager or My Phone Manager. See
My Phone Manager User Guide for instructions.

Field Definitions

Field Description

The number(s) (PDN or outside caller ID) the user would like
Send to Phone to ring directly at his/her phone. Space-delimited list of
extensions and caller IDs. Do not add punctuation.

The number(s) (DN or outside caller ID) the user would like to
Send to VM go directly to Voice Mail (never rings phone). Space-delimited
list of extensions and caller IDs. Do not add punctuation.
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Hot Desk

To setup a Hot Desk environment, you must apply this FeatureFlex application to a pool of IP/
DKT stations that can be used by users. These stations do not have actual phones associated

FeatureFlex™
Editing FeatureFlex Applications

with them. You can also create voice mail boxes for each Hot Desk station. In order to swap
extensions a valid equipment number that will never be used for a real extension is required.

Important!

The number of licenses required is non-Hot Desk phones plus Hot Desk phones.

» Reserve an Equipment Number to be used for Swapping

The Equipment Number does not need to be associated with any hardware.

1. Using Network eManager, click Stratagy ES > VM System > VM Parameters. The Voice Malil
Parameters screen displays (shown below).

Home Clients b Connected Equipment b Application Settings »
TOSHIBA Cox " EMANAL
Leading Innovation >>> TOSHIBA TELECOMMUNICATION SYSTEMS DIVISION
User Name: Administrator log out
Stratagy ES » | System ¥ | Station » |Trunk » |IP-Telephony P |LCR/DR » | Strata Net » | Maintenance ¥ | Alarm/Traffic ¥ |Help »
Stratagy ES - VM System - VM Parameters
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sy fxed en 2 14 | Equipment number that
3 : n T can be used by HotDesk
sys_foced _len_3 I | process.
L Is 7 This equipment number
CIX200-TECH 2ye_fuced_len | | must never be used by
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2. Enter the appropriate value according to the Field Definition in the table below.

3. Click Submit.

Field Definitions

Field

Description

sys_hot_desk_never_used_equipment_no

Enter the Port number, Cabinet and Slot. This

Default: 020201

equipment number must never be used by any station.

» Set up the Pilot number

You must set up the Pilot number for n

umerical access of Hot Desk assignment.

Strata CIX Application Implementation Vol 3  09/09
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1. Using Network eManager, Station > Pilot DN.

Field Description

Pilot DNs have no physical appearance, they are true virtual numbers,
usually used in CTIl and Voice Mail applications.

Calls to the Pilot DN are routed to the Alternate Destination if the Pilot
o DN is not available (example: ACD After Shift). If Dialing Digits is
01 Alternate Destination | selected, enter the appropriate DN in the Alternate DN assignment.

Pilot DN

Possible values: No Data (default), Dialing Digits or Night Bell

If Dialing Digits is selected as the Alternate Destination, enter the PDN,

Alternate DN PhDN or Hunt Group pilot number to which the call should be routed.
Possible values: Up to 32 ASCII characters (default = no value)
02 Voice Mail ID For Hot Desk Application, enter 966.
2. Click Submit.

» Create Hot Desk Stations
Hot Desk stations do not need to be associated with any hardware.
1. Click System > Card Assignment. Assign the Equipment Numbers (cards to slots).

Home Clients b Connected Equipment b Application Settings ¥

swraca” NETWORK
TOSHIBA €cix EMANAGER

Leading Innovation >>> TOSHIBA TELECOMMUNIGATION SYSTEMS DIVISION
User Name: Administrator log out

Stratagy ES b | System b | Station » |Trunk P |IP-Telephony » |LCR/DR b | Strata Net » |Maintenance ¥ | Alarm/Traffic b |Help »

System - Card Assignment
i CECOMCDENLSYSIER 100 CIXICTX CABINET SLOT PCB ASSIGNMENTS fa)
Gabinet o0 ] s [ _Assign | _Remove |
ST 2 PCBType: | MIPUTE - 18 IP Staticon v
Cabinet Slot PCB Type
0n ] MIPUT6- 16 IP Siaion
(1] 02 UPU-LIPS-32IP Smson
o (1} MIPU16 - 16 IP Siaton
o 4 LSLU- 2 etenderd ileghone poss
7] 0 MIPUT6 - 16 IP Sasion
02 02 MIPUIG-16 P Swmon
02 0 MIPUIE- 15 1P Smon
02 04 RSTU BSTU or [VPE - 8 smndard teleshans pors
¥
| Print Refresh

Network eManager: V5.20A02 ©2008 Toshiba America Information Systems

Note While no physical hardware is used for Hot Desk stations, valid equipment numbers are
required.

2. Create stations that can be used for Hot Desk extensions. Click Station > Station Assignments.
Enter the PDN Equipment number, then Create button to enter a range of stations. Example:
4001-4007. Click OK.

3. Create mail boxes. Click Stratagy ES > Mailbox. Click the Create UA button and enter the
range and COS. Click OK.

4. Assign the Hot Desk application to each Hot desk station-mailbox pair. Go to Stratagy ES >
Feature Flex > Configuration. Click Add. The Add FeatureFlex Application displays.
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Add FeatureFlex Application

vy
HoDesk Key Toshi ion ¢ |

Alarm Clock
Call Monitor

< | > < | >

HotDesk
Set users personal extension and custom setfings.

Selected Extension | User Agent

Add ==

1
00
%66
%5
@87
L
%9
w0

5. Highlight Hot Desk in the Application box.

6. Select the Feature Key Name/Application No. from the drop-down menu. This will map to an
application location in Key Map configurations. This can only be done in this screen.

7. Leave ToshibaHotDeskExtension field blank. This field is used by the system to swap and store
the Hot desk telephone’s extension.

8. Highlight the Ext and User Agent and click Add.
9. Click Assign to save your edits.

» To create a One Touch button for Hot Desk Assignment on the phone, use Station > Station
Assignments, Key tab.

Note Hot Desk users cannot use an Add on Module or DSS console even if it is configured on
the phone. Also, if a Hot Desk user is configured to have more buttons than the Hot Desk
phone, the user will only have the number of buttons on the Hot Desk phone. For
example, if the Hot Desk phone is 10-button and the user has a 20-button phone, the user
will only have the first 10-buttons. The other the 10 buttons will not be available on the Hot
Desk phone.

User Information — From the Telephone

» To log into the Hot Desk phone
1. Dial the Pilot number from PDN on the phone (get this number from the System Administrator).
2. The phone prompts you to enter the new extension number.
3. Press # (Example: Enter 2504#)
4. The system prompts, “You entered 2504, if this is correct, press 1.” You are now logged in.

» To return the Hot Desk phone or to log out
1. Dial the Pilot number from PDN on the phone.
2. Press * to cancel the assignment, OR
1. Press the feature access button assigned for Hot Desk.
2. Press * to cancel the assignment.
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Simultaneous Ring

Simultaneous Ring is a FeatureFlex application that rings two telephones when a call comes into
the system. One telephone must be the user’s desktop phone while the other can be any telephone.
The user can take the call from either of the ringing telephones. If the user’s desktop phone is busy,
the call will not ring the alternate destination - it is forwarded directly to voice mail. If neither phone
answers the call, the call is forwarded to voice mail.

Strata CIX

MAS
FeatureFlex

Simultaneous
Ring

User cell
phone

-/ Simultaneous Ring
/' user desktop phone

Note The Simultaneous Ring application requires two voice mail ports to ring two destinations.
Therefore, if there are many Simultaneous Ring users in the system, or the call volume for
the Simultaneous Ring users is high, additional voice mail ports are required. In general,
four additional voice mail ports may be required for a 10-user system; ten voice mail ports
may be required for a 100-user system. When a voice mail port is not available, the call
may ring either the desktop phone or the destination phone, or the call may be routed to
the user's voice mail box immediately.

» To set up Simultaneous Ring
Make sure Tone First is selected, see steps below.
1. Using Network eManager, click Station > Station Assignments and enter the DN.
2. Click the DKT tab.

| Basic Wl Dss__§

Prime DN 005

204 DKT Parameters

1 Station Type Exten=ion W

03 Keyatrip Button Guantity 20 W

13 Tone RingVoice Announce | Woice First W
-

19 Handsfree MIC Setting oice Firet

11 Ext. Ring Repeat Dizable W

3. Select Tone first in 05 Tone Ring/Voice Announce parameter.
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» To customize Simultaneous Ring

FeatureFlex™
Editing FeatureFlex Applications

1. Highlight Simultaneous Ring > Extension > User Agent. Click Edit. The Edit Simultaneous Ring
feature displays

Strata

«cix

v Advanced Config
(* _Gommand Tat
(®_System
(% _Station
(®_Trunk
(®_voice Mail

(% Attendant

A -- Web Page Dialog

Add FeatureFlex Application

Application Feature Key ! Application No

Adarm Clack

Call Moritor
HotDesk

One Hurmber Apcess
Retum Call

Sereen Call
Sirutaneous Ring
Stock Quote

Viaice Didling

PropertyMalue

Humber

SecondaryDestinaton (occ 4., 777

Check Security Code

Enable Simultaneous
Ring

Searearys Phone |
Humber

Feature Key Number |

Simultaneous Ring
Simuifaneously rings deskiop phone and remofe secondary phone.

(% _Miscellaneou:
(% _External Devi(
* FeatureFlex
(®_Removal
(% Utilities

witch Equipmel

User Agent Selected Extension | User Agent

3001 3692

E) [ Add =2

wo
3644

3693

S g

2. You may edit the fields in this screen or use the My Phone Manager program. See My Phone
Manager User Guide for instructions.

3. Click OK to save your edits.

Field Definitions

Field
Secondary Destination Number

Check Security Code

Enable Simultaneous Ring
Secretary’s Phone Number

Feature Key Number

VoiceMail Erasing String

Note

Description
Other phone will ring simultaneously when the desktop rings.

If this box is checked, the user must enter a Mailbox password
before line gets connected.

If this box is checked Simultaneous Ring is enabled.
Enter the secretary’s phone number

The feature key of secretary’s phone; if the Simultaneous Ring
is enabled, this LED will be turned on.

If Simultaneous ring application calls the cell phones as the
secondary phone, the call may be immediately connected to
voice mail. In this case, application prompt may be recorded
as the voice mail. To avoid leaving an unnecessary voice
message, please specify the digit string to delete the voice
mail. “,” can be used for the pause.

If it is blank, it is automatically configured for AT&T (#311).

Secondary Destination Number can be any destination including a cell phone, extension

in another node. When a PSTN number is used, do not add long distance prefix (1) or

LCR access code.

Strata CIX Application Implementation Vol 3  09/09
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User Information — From the Telephone
If a caller calls your extension, both telephones ring.

To accept the call, either
* Press 1 (if there is no security code enabled), or
* Enter the security code (if this is enabled).

Simultaneous Ring — Using My Phone Manager
You can also use My Phone Manager to set up to set up the secondary destination.

Follow these steps:

1. Log in to My Phone Manager.
Click FeatureFlex from the left panel.

w N

Click Simultaneous Ring, or click Edit.

E

In the Secondary destination field, enter the cell phone, home number, or station that you want
to ring simultaneously with the desk telephone.

5. Click OK.
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Personal Call Handler

The Personal Call Handler (PCH) application combines multiple call handling options and allows
the user to create rules to handle calls so that the user can choose the best way to handle the call
based on the schedule and the caller ID. PCH is based on a table-driven rule. The user can
configure the rule table from Toshiba’'s web-based MyPhone Manager.

When the call comes into the system, the Personal Call handler Application checks the table for call
conditions such as the day/time/caller ID. If the conditions are met, the associated action is
executed.

Note Personal Call Handler requires MAS or Micro MAS-H. When Enhanced mode is selected,
it requires 32 voice mail ports for 30 users.

» To set up Personal Call Handler, follow these steps:

1. Select FeatureFlex tab.

TOSHIBA Welcome, user 3010 My Phone Manager

About My Phone Manager
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2. Select EDIT

TOSHIBA

* Voice Mail Setting
# Telephone Setting
-

= Advisory Message
® System Speed Dial

&
(= _Voice ail Setting _|
Q Festunsflex
(# _Telophone Setiing _|
(*_Call Forward/DHD_|
(*_Display Dial Code _|
(" _Advisory Mesaage |
(*_System Speed Dial_|
(- avout |
(* LlogOut |

* Log Out

My Phone Manager

3. For Handoff to Desktop Telephone see the following Field Definition Table. For Add/Edit

Routing Data, select Detail and go to Step 5.

Edit FeatureFlex Application - Edit Feature Keys and User Agent Properties

Application Personal Call Handler |
Ext 203 |
User Agent 203 ‘
Feature Key ! Application No User Agent Property / Value

Handoff to Desktop Phone 10 | w Feature Enabled

Enhanced Mode Enabled

Allow Call through

AutoAttendant

Enable Feature Key

Remate Rings |5

AddfEdit Rowting Data | Details

et Save ] [ Exit

2-20
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Field Definitions
Field

Feature Enabled

Enhanced Mode
Enabled

Allow Call through
AutoAttendant

Enable Feature Key

Add/Edit Routing Data

Handoff to Desktop
Phone

FeatureFlex™
Editing FeatureFlex Applications

Description
Enables Personal Call Handler for this extension.

Enables the enhanced mode operation so that the user can transfer the call
from the cell phone or other phone.

Apply Personal Call Handler to calls transferred from the AutoAttendant
application.

Note Uncheck this only if you assign a Token Programming to the mailbox.

Enables handoff to desktop telephone capability. Requires Enhanced Mode
Enabled (default is unchecked).

Clicking this button causes the Call Routing List screen to display as shown
in the following figure.

Assigns a Feature Button to invoke the handoff operation. Requires Enable
Feature Key to be checked.

4. For Caller ID feature, use Network eManager and go to Stratagy ES > VM System > VM

Parameters. As shown below, enter the Feature Access Code (sys_cid_fac) to enable caller ID

pass-through. The default feature access code is #888, which can be changed in the
Numbering Plan configuration in Network eManager. When the caller ID is not required or

cannot be used, remove the Feature Access Code and leave the field blank. The change is in

effect after Stratagy ES is restarted.

TOSHIBA

Leading Innovation >>>

Stratagy ES

testl

@ DCone

7 Toshiba::TAIS::TSD::Network eManager - Microsoft Internet Explorer

Stratagy ES - VM System - UM Paramet
WB ==

cted Equipment b Applics

serave’ NETWORK
€cix EMANAGER

TOSHIBA TELECOMMUNICATION SYSTEMS DIVISION
User Mame: Administrator log out

» |LCR/DR » | Strata Met ¥ |Maintenance P | Alarm/Traffic

Parameter's Destription 3
Caller ID Flesdble Access
Code:

sys_asr_sip_port |s060 |

sys.beain_rec_prorngt TRUE v

This secuence must

sys_box_idx [a11

| L4 imatch with CI¥ Flexibls

Access Code

sys_rahostame
sys.cancel_busy_hold
sys_sid_fac

EyE_chy_fone
sys_eompany _fax_mmher
Sys_company_name
sys_connect fone
sys._sefanlt_user_sgent
sys_directory_min_sigis
sys_discanl_SMDI_sourss
sys.dind oo

sys. sl interdit_delsy

[mor ser |

#858

[113,1100,100 500,100,300, 5001

e

=

&) Local intranet
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5. For Add/Edit Routing Data, select Add.

TOSHIBA

My Phone Manager

B | WAp:J8. 1T 15T Sy phonemanagon [Agpipchiames. s -
QFestucsfles |
Call Routing List
Caller ID Screen Acton Extra Data

|Enatied ActiveDay | ActiveTime

System Speed Dial

i

* Log Out

] ] ]
=N

rttp: 150,174, 157, Slmptenemsnager ficpipchiames. ssp
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6. Configure the Routing Data, then Click OK and Save.

TOSHIBA

My Phone Manager

GUTITETTE | a0
QEsRER |

Uner Agy

i

B | g 9.0 74, 157, 9fryphonemanagen Aopoci ames asp L
it Reuting Data
Ensie =
Reive Daye EEEEEEe
Fom 00 |1 00 »
23 % 1[50
Soeen O
Acion
Fange1985. 1749, 157. 9 mypbonemanagen [Agpipchir ames. asp & e

Field Definitions

Field
Enable
Active Days
From/To
Caller ID

Action

Description
Must be checked to activate Routing Data entries
Days for scheduling
From what time, to what time, the schedule will take effect.
Caller ID or station number that PCH monitors. For all calls, use (*)

Serial Ring — Ring a serial hunt for four destinations.

Concurrent Ring — Calls simultaneously ring the desk phone and a second
destination.

To Voice Mail — Direct to VM mailbox.

Desk Ring — Calls ring direct to deskphone.

Alternate Ring — Calls directly transferred to the destination

Strata CIX Application Implementation Vol 3  09/09
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To enable sending the caller ID of the original caller to the cell phone or desktop telephone, all
voice mail ports need to be configured to enable the Specified Caller ID feature in the IP
Station Assignment.

Select Enable from the dropdown menu for FK53, Specified Caller ID.

TOSHIBA

Leading Innovatien 23

ar s +|=

Station - Station Astgrenents

-WE-N
@cix €

TOSWIRA TELECOMBUNICATSON

Usar Nama: administrator

Engineer

]

[P oxr ¥ 055 Y ey Y e )

FPrime DM 3000

260 Full IP Sestion Ansignmant

B PO ipement s
W ige
005 Dyt
6 0RL Dayt
W IR Dy
00 tayt
B8 LCR Geoup
11 Diakng Progres Tose
13 Call Piciup
13 Disglay ON
1 bmergency Call Group.
19 VD Code
H Travel COS Change
T3 farve Toces
7 D Evreesry.
1 Set Syterm Sped i
8 A OCA
1 RSTU Supervision
1 Cal Ferward D Tone
00 P & et
13 Activate Mewsage Waitng
18 Hoad Susteh Reeall
#11CR PO Code
43 Sacurity Code
13 Spasker OCA
58 Tarmader Beginteation
52 Calbng Name Type
2l

s

Viee Ul

Desabsie

DEFAULT

A1 LAN Interface Muriber
o |15 )
oo [1
o [
s =
1 Mame tn Dirsgelay.
12 Sywiem Call Forsard
4 Baaer Capadiiy
" asn

P18

] =] =] (=]

] =] =]

&l

0 Kot CHEND Fasmstre
24 V4 N Comer Pt

2 TCAC Dvemine

4 Call Wakting Tose

0 Baar Ounr DRD

28 st G5

0 Ceiginane 0CA

i Stason Sp0ial Bina

(] =] =1 ][] =]

 Dialing Digt Rertion
0 4 &, 00 D Bore

8 Terand Husber

4 Ao Camzan 15 PON

&2 Network Calling Nurmbier
My Pioos Wanage Level
219 Phasr Liongin Paswserd

81 Slasion Comneetng

fi e op—

ElE EE

=] ] =]

P |
a5

e

| coamgern | seictive cony | Fon Tasie view | creatn
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Operation

1. When you answer the phone from your desktop extension, the call will be connected
immediately if you do not enable the call screen. If you enable the call screen, you will need to
accept or reject the call.

2. When you answer the call from your cell phone (or home phone), you will need to accept or
reject the call. The prompt will start when you speak (e.g., “Hello”). Press 1 to accept the call or
press 2 to reject the call.

3. After you answer the call from the cell phone (or home phone), you may press “**” (star star) to
access the menu.

You can then press 1 to check your voice mail, 2 to make a consultation call, or 9 to go back to the
caller. If you select 2, you can hang up to complete the transfer. When the consultation party
answers the call, you can hang up to transfer the call or press “**” to access the menu so that you
can go back to the caller.

Note FeatureFlex application is not compatible with ACD or Net Phone. Do not use them at the
same time.

TOSHIBA My Phone Manager

Optimize Communication

Sign in with your Extension and Security code

Telephone System TDS-CIX200-TECH v

Extension 3010 [or mailbox]
Security code [VM Security Code]
Change security code or password []

Ordering Information

The part number for the Personal Call Handler application license is LICMAS-FF-PCH (one per
system). LIC-CIX-FF (Strata CIX license for FeatureFlex) is required to run Personal Call Handler.
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PCH On/Off

The PCH On/Off is automatically installed when Personal Call Handler (PCH) is installed. Add the
PCH On/Off button when you want to be able to use a button to enable or disable the Personal Call
Handler on that phone.This application displays when the Add button is pressed in the FeatureFlex
Configuration view as shown below.

The PCH ON/Off button is added to the mailbox/station pair just as any other FeatureFlex
application is added.

License
The PCH On/Off FeatureFlex application uses the Personal Call Handler license, therefore no new
license is required.

» To add the PCH On/Off button to a station/mailbox

1. Inthe FeatureFlex configuration view, set the “Feature Key/Application No” to be the button on
the telephone that will be used to enable or disable the PCH. The number 10 is used in the
screen shown below.

& Add FeatureFlex Application

Add FeatureFlex Application

Feature Key / Application No Property/Value

Alarm Clock 2y OniOff [10 ¥
Call Monitor
HeDiesk

One Number Access
PCH Cn/OF
Perscnsl Call Hangler
Retum Cad

Screen Cal

Secunty Code Updaie

|

4 i | al)

PCH On/Off
Allow the user to enable/disable Personal Call Handler with key press.

o e
200 ] i 22 202

ot
201 E! 1 =
00 12
204 b
3001 b
007 03
006 W
401 v wm v
T

2-26 Strata CIX Application Implementation Vol 3  09/09



FeatureFlex™
Editing FeatureFlex Applications

2. After PCH On/Off has been added, go to Station assignments (shown below) for the station
selected and set the PCH On/Off button to the assigned Application No.

Note This is done so that when the PCH enabled station is called for the first time the LED for
the control button will turn green indicating that is the button that can be used to Disable
and then Enable the PCH feature on that station.

My Phone Manager

TOSHIBA

Optimize Communication

p—— - ,
ke Nl Seog Key Programming Speed Dial Setting Advanced Settings
#  FeatureFlex Extension Number 3351 |

| DKT Phone | Directory No

# Call Forward/DND
* Display Dial Code

Features
Call Control
Call Forward

Call Pickup
® System Speed Dial Door Lock
| —
® Log Out T i || FeatureFlex

PCH Handoff

One Touch
Blank

A

FCH On/Off

FDN
Ext 3351

] Subm'rt] Create Keystrip Labels] Print ]

Now that the On/Off button has been configured, the button can be used to disable Personal Call
Handler if it has been enabled and visa versa. When the button is first assigned, it does not synch
the status automatically. Press the button a few times to make sure that the enable/disable status
matches.

If eManager or MyPhoneManager is used to enable or disable PCH, then the On/Off button on the
telephone will change its state based on the action performed in the application. This means, if PCH
is enabled, the LED turns green and if it is disabled, the LED turns off.
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» Installing PCH On/Off

i& Personal Call Routing

Welcome to the Personal Call Routing Setup
Wizard

The installer will guide vou through the steps required to install Personal Call Bouting on vour
computer,

WAEMIMG: This computer program iz protected by copynght law and international treaties,
Unauthorized duplication or distnbution of thiz program, or any partion of it, may rezult in severe civil
aor criminal penalties, and will be prozecuted ta the maximum extent pozsible under the law.

Cancel i |

3. Click the Browse button to choose a different folder or click Next to accept the default.

i Personal Call Ro uting

Select Installation Folder

The installer will install Personal Call Bouting to the fallowing folder.

Toinstall in this folder, click "Mext". To install to a different folder, enter it below or chick "Browse".

Folder:
C:\shratagyeshScriptzhbf Browse... |

i |

Install Personal Call Routing for yourzelf, or for anpone who uges this computer:

* Evemnore

 Just me

Cancel < Back

Both PCH and PCH On/Off FeatureFlex application is installed together. Do not configure the PCH
On/Off button if it is not needed.

1. Double click on the self extracting installer PersonalCallHandler1.0.11.exe and the following
screens display.

2. Click Next
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4. The Confirmation screen displays, click Next.

i Personal Call Routing

Confirm Installation

The installer iz ready to install Perzonal Call Bouting on pour computer.

Click "Mext" to start the installation.

Cancel < Back ‘

5. Click Close when the Installation Complete screen displays.

i® Personal Call Routing | —Igl

Installation Complete

Personal Call Fouting hazs been successfully installed,

Click, "Cloze" to exit.
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FeatureFlex Application Interactions

The following table shows how the FeatureFlex Applications interact with other FeatureFlex

Applications and some CIX features. FeatureFlex applications that use the button on the digital or
IP telephones are not compatible with the Shift button on 5000-series phones. Do not use the Shift
button if any of these FeatureFlex applications are assigned to the phone.

Alarm Screen Call Call One Hot Simultaneous | Personal Call Security
Clock Call Return Monitor Number Desk Ring Handler Code
(Note 7) Access (Note 7) (Note 7) Update
Alarm Clock OK OK OK OK OK OK OK OK
Screen Call OK OK OK Note 1 OK Note 1 Note 1 OK
Call Return OK OK OK OK OK OK OK OK
Call Monitor OK OK OK OK OK OK OK OK
(Note 7)
One Number OK Note 1 OK OK OK Note 1 Note 1 OK
Access
Hot Desk OK OK OK OK OK OK OK OK
Simultaneous OK Note 1 OK OK Note 1 OK Note 1 OK
Ring
Personal Call OK Note 1 OK OK Note 1 OK Note 1 OK
Handler (Note 7)
Security Code OK OK OK OK OK OK OK OK
Update
Phantom DN No FeatureFlex feature can be assigned to a Phantom DN. OK
Conference/ OK Note 2 OK Note 2 OK OK OK OK
Transfer
Multiple OK OK OK Note 3 OK OK OK OK OK
Appearances
All Call OK Note 4 OK OK Note 4 Note 5 Note 4 Note 4 OK
Forwarding
Busy Forwarding OK Note 4 OK OK Note 4 OK Note 4 Note 4 OK
Auto Attendant OK Note 6 Note 6 Note 6 Note 6 OK Note 6 OK OK
ACD/NetPhone/ OK Note 8 OK OK Note 8 OK Note 8 Note 8 OK
RCC
Notes:
1. Screen Call, One Number Access (ONA is a Strata CIX feature), Simultaneous Ring, and

Personal Call Handler should not be assigned to the same telephone. If a telephone has ONA
registered, and one of its destinations has Screen Call registered, when a call is routed by ONA
to that destination the call simply rings the telephone instead of screening it.

If the caller has another call on hold, Screen Call and ONA will not operate. The caller is sent to
voice mail. Simultaneous Ring and PCH can work when the call is a consultation call as long as
enough voice mail ports are available.

. The monitoring call can be transferred by putting it on hold at one telephone and then retrieving

it from a secondary appearance at another phone. When this happens, the monitoring function
cannot be controlled by the telephone that retrieved the call. The only action available is to
hang up.

If a call is forwarded to a telephone that has Screen Call, ONA, Simultaneous Ring, or PCH
turned on, and that telephone is itself forwarded to another phone, the FeatureFlex feature will
not turn on.

If a Hot Desk (Strata CIX feature) user does not login to a telephone, all calls will be routed to
the user’s voice mailbox regardless of Call Forwarding setting.
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6. If a call is transferred from Auto Attendant, Screen Call, ONA, or Simultaneous Ring is not
executed. However, Personal Call Handler does work for a call transferred from Auto
Attendant.

7. MAS or MicroMAS-H is required. MicroMAS-D is not supported.

8. When Screen Call, ONA, Simultaneous Ring or Personal Call Handler is activated, NetPhone
or Office Communicator with Remote Call Control (RCC) will not operate correctly. Those
applications should not be turned on to phones used by ACD agents.
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InfoManager ™ 3

These applications can be used with IP5000- and IPT2000-Series display telephones or a PC with
a web browser. Call control can be with any phone connected to the CIX. You can both configure
and view them using the telephone’s LCD or a network PC. See the Strata CIX Telephone User
Guides for instructions on using this program with the phone.

PC Software Requirements

The following software must be resident on the Server PC:
*  Windows® 2000 or Windows XP Pro (capable of networking)
The following browsers on the client PC are supported:

¢ Windows Internet Explorer 6.0 or higher, Firefox 1.0 or higher, Netscape 7.2 or higher,
Opera 7.54 or higher.

Note Windows NT is not supported.

Step 1: Install Software

This installation procedure describes how to install application and supporting software via the
installation CD-ROM.

Important! It is important that you install the software in the order presented on the menu. Click
only once on each selection. If you double-click, you will run two parallel installations
of the same component with unpredictable results.

Prior to starting this procedure, close and stop all applications (e.g., SES, ACD, MSDE) running
on the server/Media Application Server (MAS).

Step 1A: Install Third Party Software

1. Insert the Installation CD-ROM. An installation menu displays.

2. Under Third Party Software, select the first option—Install .NET Framework 1.1. Follow the
installation instructions using the default values.

3. Select the second option—Install Java 2 SDK 1.4.2 option. Follow the installation instructions
using the default values.

4. Select the third option—Install MSDE 2000 Desktop Engine. Follow the installation instructions
using all the default values. When installation is complete the install shield closes automatically.
You can now continue.

Note When installing the MSDE 2000 Desktop Engine, MSDE is creating a specific instance of
the program for the InfoManager application. This installation is required even if you have
previous versions of MSDE on the server (e.g., if MSDE is installed for eManager).

5. Select the fourth option—Install SQL Server 2000 JDBC Driver. Follow the installation
instructions using all the default values.

6. Select the fifth option—Tomcat5.027. Follow the installation instructions using all the default
values.




InfoManager™
PC Software Requirements

Step 1B: Install InfoManager Software

1. From the Installation Menu, select Install InfoManager Application option.

2. Follow the instructions on the install screens. When the installation reaches 100%, the installer
runs an InfoManager setup application. Do not close or exit the installation wizard at this time. It
will close automatically upon completion of the InfoManager setup.

3. The first screen displays the path/username/password for the MSDE software and is a
verification of the MSDE default settings (shown at right). Click Next.

= InfoManager Install |Z| |E| EJ
SOL Server Path: |E:'\F‘ru:ugram Filez\Microsoft S0
SOL Server Instance: |INFEI MANAGER ﬂ
SOL Server Port: |-| 192

SOL Server Username: |sa

SOL Server Pagzword:
JDBC Path: ]E:'\F'n:ugram FilezhMicrozoft S0

KREHHXNHRRHK

4. The next screen displays (shown at right) the Java 2 SDK default settings.Click Next.

= |nfoManager Install |Z||E| E| -

Java 2 SOK Pathe Ij2sdk1 4.2_05
Java Runtime: |E:'xF'rcugram FilezhJ ava'j2rel . 4.

Pres Mt
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5. Enter the Microsoft Exchange Domain and URI (shown right) and click Next.

=i |nfoManager Install |'-_||£”g|
Exchange Domain: |dn3_t3ti33_|3|jm
Exchange URL Hhp: /1159.119.113.178/encha

Pres Mext

Note If you do not know these parameters, you may leave them blank and enter them later. See
“Configure Calendar Properties” on page 7 for instructions.

6. The screen displays the Tomcat installation directory (shown right). Click next.

= |nfoManager Install Z| |E”g|

Tomeat Path: ]E:'\F‘mgfam Files\4pache Soft

Fresy | et I

7. When the installation is complete, the install program runs the InfoManager application and
displays the database screen (see Figure 3-2). You can choose to program the settings and
parameters at this time (follow Step 2) or select Exit to complete the Installation Wizard.
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Step 2: Create/Edit Databases

» These screens display automatically at the completion of the install program .or you can access
these screens locally from the server by clicking Start > Programs > Terminal_App > Terminal

Configuration.
The InfoManager screens display (shown below) the Company, Department and Employee
information.
= InfoManager E|
Directory ] F’aramalers]
Company — Department =1
|Toshiba L} ]Eng\neering Lj
add | Edt | Dl | Add | Edi | Delas |
~ Employee-
Ditectory # | First Name | Last Name | Tite [ Departmert | ‘Add
a0 Jim Weeks Manager Engineering
300 Termy Mitchel Manager Engineering Edt
Delete
Figure 3-1 Directory Tab Screen (with sample data)
= InfoManager E|
Directony Faramaters]
Cat N | Val | Edi
=]
Exchange Domain dns.tstiss.com
Exchange Uni http:/159.119.113.178/exchange
Jdava Home Ci/i2sdk1.4.2 05
Libra Haome C:#infomanager

Figure 3-2 Parameters Tab Screen (with sample data)

Strata CIX Application Implementation Vol 3
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Add/Edit Company

1. From the Directory Tab Screen (see Figure 3-1 on page 4), click Add in the Company section of
the screen. The Company screen displays (shown right).

Company [‘5—_('
Name: (e
Adthess: (5740 Invine Blvd %
City: |Iwine

State: C,
Zip Code: |g92514

2. Type the company information into the fields and click OK to save the information and exit the
screen.

Add/Edit Department

1. From the Directory Tab screen, click Add in the Department section of the screen. The
Department screen displays (shown right).

Department

Department Mame:

] 4 |
Cancel

2. Type in a department name and click OK. To add more departments, continue to click Add. This
information will be important when you add the employees’ information in the next step.

Strata CIX Application Implementation Vol 3  09/09
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Add/Edit Employee

1. From the Directory Tab screen, click Add in the Employee section of the screen. The Employee
screen displays (shown right).

Employee &l

Directory Mumber: |ZT5 oK. |
First Mame: Clara Cancel
Last Marne: Clark

Title: Erginesrl
Department: ,W‘

Login
Pazzword: |’°’cx
Canfirmn: |xxx
[~ Administratar

2. Type in the Password and confirm it and if the employee is to be an Administrator you need to
check the box.
Note The Administrator is the only person who can add, change or delete the Company News
and Weather Stations portion of the program.

3. Click OK.
4. When you have finished adding information to the InfoManager screen, click Exit.

Change Parameters
1. From the InfoManager screen (see Figure 3-2 on page 4), select the Parameters tab.
2. Highlight the parameter you wish to edit and click Edit.
3. Edit the Name and/or Value fields. Click Save.
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Configure Calendar Properties
To configure the Calendar Properties if you chose to skip the configuration during the installation:
1. Run the InfoManagerApp_Config utility from the Start >All Program menu.
2. Click on the Parameters tab and you should see the following.

& InfoManager
Directory  Parameters l
Categany | Name [ Value [ [rEdiy
CalendarProuy Part 4209
Exchange Dramain figldeng.com
Exchange Uri hittp: £/192.168.168.50/exchange
Java Hame C:/i2sdk1.4.2_05
Libra Home C:/InfoM anagerppé nfat anager

3. Click on the Exchange URI category and click Edit as shown on the picture below.

o

Parameter
Categony: JEnchange Ok |
Marme: |L|ri Cancel
Walue; |htt|:|,:.-’."'| 92,168,163 50 /'exchange

4. Edit and input the information on the Value field that corresponds with your Exchange server in
the following format: http://<ip address of Exchange Server>/exchange
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Step 3: Log on to InfoManager Program

1. Start the Internet Explorer.

Sign in with your User DN and Password

User Login
Company [Toshiba |
User DN |
Password |

Login | Reset |

2. Type http://<Server name>:8080/infomanager and press Enter . The Login screen displays
(shown right).

Select the company name from the drop-down list.
Type the User Name in the User Name field. Press Tab.
Type the password in the Password field.

oo AW

Click Login. The Main menu displays. The following options are available—Directory, Call
Status, Find Me Follow Me, Stock Quote, Weather, Company News, Calendar, Application
Cycle, Configure and Logout.

TOSHIBA Info Manager|

& Weather E Stock Chaote

* Company News Stock quote allows you to view your stock picks. Stock data is from Yahoo

® Calendis o Weather

: Lsg:: - Weather alloss you to get a weather report from selected weather stations. Weather data is from the National Weather Senvice
® Logout B Company News

Company news allows vou to visw company news soniee
B Calendar
Calendar allows vou to view your Cutlook Calendar appontments.
& Apphcation Cyvcle
Application cycle allows you to cycle through the main windows of your phone appBcations
Configure
Configure allows you to confiqure your phone applications.
¥ Logout
Logout out from your phone application session

7. Select one of the options by clicking on it.
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Stock Quote

The Stock Quote application allows you to view selected stock prices.

Stock Quote
AA  [3310]40.19
AIG (7204 -043
GM  |42.83|-0.18
HD |36.91|-0.38
HON 36,159 -0.13
IBM |86.44 |+0.66
JPM 3961 |+40.2%9
MRK 4542 -0.23

You can add as many stocks as you want.

Weather

The Weather application allows you to get a weather report from selected weather stations.

Select a weather station
| Fullerton Musicipa Ontario Intl Arpt, CA
| Los Angeles Tntl Awport || Time: Last Updated on Sep 9, 9:53 am PDT
| Oakland Weather: Mostly Cloudy with Haze
Ontario Intl Arpt Temperature: 80 F (27 C)
Santa AnafJohn-Wayne || Wind: From the Northeast at 3 MPH

The weather stations are added or removed by the administrator.

To display the weather at a specific location, click the weather station on the left of the screen.

Company News

The Company News application allows your company to display company news items that would
be of interest to you.

Select a news item.

03-29 | Great March Numbers! Great March Numbers!
03-29 ‘Kick-oﬁ‘meeﬁng next week || 03-29: Thanks to all for

|| making the numbers for
03-30 | Sees Candy Sale Trvine Mazchl

By clicking on the headline on the left, additional information is displayed about the story.

You can add as many news stories as you want.
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Calendar

The Calendar application allows you to view your Outlook Calendar appointments.

Login to your Outlook account. Select an appomntment

|»

09-10 500PM Dinner Meeting | BESGENRESTITI NI

09-17 5:00PM Dinner Meeting 500PM - 7.00PM  Dinner Meetng  (Pluto)
09-24 5:.00PM Dinner Meeting Let's get together and eat dinner every Friday on

10-01 5:00PM Dinner Meeting | U0

10-08 5:00PM Dinner Meeting
10-15 5:00PM Dinner Meeting
10-22 5:00PM Dinner Meeting
10-29 5:00PM Dinner Meeting

11-05 5:00PM Dinner Meeting =
11-12 5:00PM Dinner Meeting
11-19 5:00PM Dinner Meeting
11-26 5:00PM Dinner Meeting

=|

Note Changes to the entries on the calendar must be made in Microsoft® Outlook.

The Calendar function on the InfoManager works using Outlook Web Access. The login assumes
that there is no firewall server between the InfoManager PC and the Exchange Server. Some
companies require a primary login authentication prior to the Outlook Web Access authentication.

Perform this simple test to make sure that the MAS can access the Exchange Server via Outlook
Web Access.

1. From Internet Explorer, type the following address on the address field:
http://<exchange ip_address>/exchange

2. If successful, you will get a screen similar to the one on the right.

Connect to exchange2000.FIELDENG.COM | 2 4

s
W

| P

Connecting to exchange2000

Liser name: | £ |v]

Password:

[ ]remember my password

Cancel

3. If you receive an error, then the MAS or PC where the InfoManager is installed is being blocked
from accessing the Exchange Server.
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View Calendar

1. From the main menu on the left, click Calendar. The Login screen for Outlook displays (shown
at right).

Login to your Outlook account. Select an appointment

Enter your Outlook username and password

Username IDameIP
Password |“""""‘"‘

Cache Logn | W

L.ugin | Reset

2. Type in the information for the fields and click Login. The screen shown above displays.

Note If you check Cache Login, the Username and Password appear automatically at the next
login.

3. Click on a calendar entry and it displays in the right-hand pane.

Application Cycle

This feature allows you to automatically cycle through the displays.
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Configure Settings

From the main menu on the left, click configure. The Configure screen displays (shown right).

Configure

Properties | edit

Stoclke add
Quote remowve

Company | add

Mews remove
Weather add
Properties

1. Click edit under Properties. The Properties screen displays (shown right).

Configure
Properties
Allow automatic 0
cychng:
Properties | edit . .
Automatic cycling
Steck add start tirne &0
Quote remove {seconds):
Company | add Cycle time
Mews TEMOVE between 30
add applications
TWeather | T (zeconds):
rEmove ’

2. Fillin the fields and click Submit.

3-12



InfoManager™
Configure Settings

Stock Quote

Add Stock to Display
1. From the main menu on the left, click Configure. The Configure screen displays.
2. Click Add under Stock Quote. Type in the stock symbol (can be 2, 3, or 4 letters).

Configure

Stock Quote Add
[ Bropetios [ade Stock Symbol I

Stock add ﬂl

Quote remove
Company | add
| News remove
| Weather add

remove

Note If the symbol you enter is not valid, the display will show it with 000 in the price column.
You need to remove the incorrect symbol and add in the correct one.

3. Click Add.

Remove Stock from Display
1. From the main menu on the left, click configure. The Configure screen displays.

2. Click Remove under Stock Quote. From the drop-down menu, select the stock symbol you
want to remove and click Remove. The stock is removed from your display.
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Configure Company News

Add Company News Story to Display
1. From the main menu on the left, click Configure. The Configure screen displays.

2. Click Add under Company News. Set the date (current date displays automatically) using the
drop-down menus. If you want to change the day of the month, place your cursor in the field
and type over the current date.

Configure

Company News Add

Date: | Sep 'I I'IU |2[|U4 ‘I
Properties | edit Headline:
Stock add Story
Quote remove ]
Company | add :
News remove =
Weather | 294 Add

remove

3. Type in a headline (can be up to 60 alphanumeric characters long).
4. Type in the story.
5. Click Add.

Remove Company News Story from Display
1. From the main menu on the left, click configure. The Configure screen displays.

2. Click Remove under Company News. From the drop-down menu, select the news headline/
story you want to remove and click Remove. The story is removed from your display.
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Weather

Add Weather Station to Display
1. From the main menu on the left, click Configure. The Configure screen displays.

2. Click Add under Weather. From the drop-down menu, select the state you want and click Find.
A list of weather stations in alphabetical order appear in a drop-down box.

Configure

Weather Station Add

[ ) Alturas (was 000) i‘
| Properties | edit Arcata/Eureka Airport
Auburn Muni Airport

Stock add Avalon, Catalina Airport
Quote remove Bakersfield/Meadaws =l
Company | add Add
News TEMove
i p
Weather add

remove

3. Highlight the weather station you want and click Add. The weather station is added to your
display.

Remove Weather Station from Display
1. From the main menu on the left, click configure. The Configure screen displays.

2. Click Remove under Weather. From the drop-down menu, select the weather station you want
to remove and click Remove. The weather station is removed from your display.
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eMonitor/Alarm Notification

Alarm Notification (AN) sends a notification of a system alarm condition. The notification can be sent
over a network connection to an eMonitor system, other application and, optionally, to a feature

button on a telephone.

eMonitor configuration capacity:

¢ Each CIX system can send alarm trap messages to up to 11 eMonitor servers.

* Each eMonitor server can monitor an unlimited number of CIX systems.

¢ Each eMonitor server can send email alerts to an unlimited number of mail boxes.

¢ Each eMonitor can send emails to unique email addresses for each CIX system.

The alarm notification is SNMP Trap data that can be sent to as many as 11 different IP addresses.

Up to eight stations can have a button programmed as an Alarm Indicator. There are three
categories of alarms: ISDN, T1, and System Resources.

This section provides a description of Alarm types the Strata CIX system sends to eMonitor and
describes how Network eManager is used to set up the CIX system to send alarm natifications to

the eMonitor application.

There are two types of SNMP messages sent to the external, eMonitor, PC or Server.

¢ Alarm Notification when an error condition occurs.

¢ Alarm Summary Condition Summary, containing the alarm buffer status, is sent every 10

minutes whether an alarm has occurred or not. This summary includes the Alarm Buffer status.

The table below shows the alarms that can be monitored by the Alarm Notification feature. The list

is shown by alarm type.

ISDN

T1

System Resources

ISDN Loss of signal (PRI)

T1 Yellow Alarm

Expansion Cabinet Power Failure

ISDN Frame Sync Failure (PRI)

T1 Blue Alarm

Cooling Fan Failure (CIX200 only)

ISDN AIS (PRI

T1 Frame Sync
Failure

IPU Card Data Set Problem
(LIPU or BIPU-M DSP)

ISDN-U Maintenance Mode
(BRI)

ISDN-U EOC Maintenance
Mode (BRI)

ISDN-U ACT (BRI)

ISDN-U AIB (BRI)

SMDR Memory Buffer Full

CTI Link Down (Attendant Console, ACD,
External Stratagy System)

SMDR Link Down (LAN / RS232c)

SMDI Link Down (LAN only -
The SMDI RS232c port is not monitored)
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Alarm Notification

Indicator (Button) Recommended Configuration
— Install eMonitor and the Strata CIX
system on the same LAN.
Strata CIX
CIX Processor Network Jack
b BDKU
<[2|| &
(|9 L [ .
SNMP Trap Data eMonitor
Alarm —
Buffer LAN SMTP
[FmEsEE Server
Strata CIX Configuration with NAT

Public IP Address

NAT* ,
SNMP Trap Data eMonitor

Alarm
Buffer WAN LNy | sue
[FEEes) Server

]

* |f the CIX is behind a NAT router eMonitor will be able to monitor (receive) CIX alarms but,
will not be able to send alarm programming to the CIX unless the NAT router performs Port
forwarding to the CIX IP address.

Alarm Notification is sent on a card slot basis, not per port. This helps reduce network loading. Use
the Port Make Busy program to determine individual port status (Utilities/Maintenance/Cabinet).
Expansion Cabinet power supply alarms are reported as System Resource (Slot 0x00, x = cabinet
number) alarms. SMDR Memory Buffer Full, CTI Link Down, SMDR Link Down and SMDI Link
Down are reported as System Resource (Slot 0100) in Cabinet 1.

When an alarm condition occurs the CIX processor records the error code in the alarm buffer. The
processor will send a command to light Alarm Indicators on stations and send the SNMP Trap data
to as many as 11 IP addresses. The trap data can be read by eMonitor or another alarm monitor
software application.

The Alarm Notification SNMP Trap Data messages are sent from the CIX processor to eMonitor
using UDP port 162. To allow eMonitor to send SNMP messages to the CIX processor, port 161 on
the NAT router must be port forwarded to the CIX IP address. Any firewall between the CIX and the
external console will need this port enabled.

When the CIX detects an alarm condition, the Alarm buffer sends the notification. When the alarm
condition has been cleared for several seconds the CIX will send an alarm clear message to
eMonitor, and turn off the alarm notification LED on stations.

Note On T1 and PRI alarms only, if the Clear Alarm Buffer Command is invoked (Utilities/
Operations/System Alarm), the system will not issue another alarm notification even if the
T1 or PRI alarm condition persists. Only a new T1 or PRI alarm condition will cause
another alarm notification.
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Alarm Notification Setup and Programming

Alarm Notification

1.

2.

In Network eManager go to Alarm/Traffic > Alarm Setup > Alarm Slot.
Across the top of the screen is a Tab for each CIX cabinet in the system.

Enable or Disable the cards and system resources to be monitored by the Alarm Manager
feature. If a card or resource is not enabled, the Alarm Naotification feature will not report errors
concerning that card or resource.

Note Currently only T1, PRI, and IP Telephone interface cards send alarms. System resources

alarms include SMDI (LAN), SMDR, Expansion cabinet power supplies, CIX200 fan, and
the CTI link (Attendant and Console ACD, External VM). CTI Link Alarms occur when a
CTI device loses communication with the CIX. CTl alarms clear when communications are
restored between the CIX and CTI device.

System Alarm Control

1.
2.

In Network eManager go to Alarm/Traffic > Alarm Setup > System Alarm.

The Clear Alarm Buffer (Prog. 919, FB01) is default Idle. To manually clear the buffer set to
Invoke and Submit. If you invoke the clear buffer command, the system will not re-send a
persisting T1 or PRI alarm condition. When an alarm condition is clear for several seconds, the
system will clear the buffer.

Set the Alarm Buffer Status (Prog. 919, FB02) to Enable for Alarm Notifications to be sent to
eMonitor. Set to Disable to shut off alarm notification output. When this feature is enabled the
Strata CIX system will send the contents of the alarm buffer to the eMonitor servers as an
Alarm Summary every 10 minutes. The Alarm Summary is a list of alarms stored in the Strata
CIX alarm buffer.

Enter the System ID (Prog. 919). This is the ‘name’ of this CIX system or Group of Strata Net
systems. The System ID can be up to eight alpha/numeric characters. This is the name sent
from the CIX to eMonitor with the Alarm Trap message.

Trap IP Setup

1.
2.
3.

In Network eManager go to Alarm/Traffic > Alarm Setup > IP Trap Destination .
Enter the IP Address of the external console (eMonitor or other application)

Enter the Community Name. This is the Community Name for the external console (eMonitor,
other applications).The name must be alphanumeric string and must not contain any spaces.

Note The Community Name for eMonitor is not a password. Any name can be used. It is

recommended that the Community Name identifies the location of the eMonitor, or where
the alarms will be sent.
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Strata CIX Network eMonitor

CAUTION! Remove eMonitor from your system using the Windows Add/Remove Software
function before installing a new version eMonitor.

Itis recommended you go through the Toshiba eMonitor training module prior to installing and using
eMonitor V1.08. To access the training module, perform the following steps:

1. Log into Toshiba University, Technical College.
Select the Course Catalog

Select A3: CIX-Elective Courses

Select 1012 - (al) CIX 4.0, Begin the course.

eMonitor training is found in the Strata CIX R4.0 (Online) module,
Chapter 3 (Alarm Notification) and Chapter 4 (eMonitor Operation).

A SN

eMonitor PC/Server Requirements

Hardware Requirements
* Intel Pentium 1Ghz or faster
¢ 512 MB of main memory
¢ 200 MB available disk space in the hard disk
* SVGA card and monitor
* CDROM drive
* Network Interface card

System Software Requirements

More detailed information about loading these components can found in the Network eManager
installation procedures.

* Windows Vista Business Edition or WindowsXP Professional (SP 1 or higher)

¢ Although not required for proper functioning of the CIX Network eMonitor application, it is
highly recommended that the system be updated with the latest security patches and
updates before using CIX Network eMonitor. This will maintain up-to-date protection level of
the operating system, which is specifically recommended for systems hosting Web
applications such as CIX Network eMonitor.
To get the latest updates you can go to: http://www.microsoft.com/security/
select “Windows Update” from the index.

¢ |IS and SNMP Service must be installed:

* These features are part of Windows but may not have been installed when the Windows
Operating System (OS) was installed. To insure correct OS configuration go to the Add
Remove Program control. Click on Add/Remove Components. Makes sure that the Internet
Information Services (1IS) and Management and Monitoring Tools are checked. Click OK
and follow the instruction. You may need the Windows Vista or Win XP installation CD.

* Microsoft .NET Framework V1.1 /V2.0

* The CIX Network eMonitor installer will check to see if these two components are missing. If
they are, the installer will install them onto the target computer.

Important!  Microsoft .NET Service Pack 1 (SP1) must be installed before running eMonitor.
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* |E Browser V6.0 -This component version is a required by CIX Network eMonitor.

¢ [f this version is not loaded the CIX Network eMonitor installer detects this missing
component version and prompts for installation.

¢ CIX Network eMonitor Profile Database:

* The CIX Network eMonitor User’s Profile database creation & initialization is only required
for the CIX Network eMonitor first installation. When this program runs, the existing
database (if there is an existing database) is reset to default.

* This CIX Network eMonitor Profile database installation is automatically called by the
installer and is available from the release CD under Database Installation folder.

Prior to Installation

CAUTION! Remove any eMonitor applications from your system using the Windows Add/
Remove Software function before installing a new version eMonitor.

1. Toinsure correct OS configuration, go to the Add/ Remove Program control. Click Add/Remove
Windows Components. Make sure that the Internet Information Services (11S) is listed. Go to
Management and Monitoring Tools and click Details. The Simple Network Management
Protocol and WMI SNMP Provider should be listed.

2. (Optional) If you are using Windows SP2, you need to perform the following steps:

* From the desktop, click the Firewall icon at the bottom of your screen: The following screen
displays.

@& Security Center
Help protect your PC

Security essentials
Security Center helps you manage your Windows security settings. To help protect your computer,
make sure the three security essentials are marked ON, If the settings are not ON, follow the
» Get the latest security and virus recommendations. To return to the Security Center later, open Control Panel.
information from Microsoft hat's new in Windows to help protect my computer?

* Check for the latest updates from

Windows Update @ Firewall O ON |y

* Getsupport for security-related
issues

QAutcmatic Updates © ON |y

= Gethelp about Security Center

" Crange te sy Seaurty Cener # Virus Protection © CHECK STATUS | =

Symantec AntiVirus reports that it is installed, but its status is unknown, Click Recommendations
for suggested actions you can take. How does antivirus software help protect mv computer?

Recommendations. .

Manage security settings for:

9 Internet Options. % Automatic Updates
e Windows Firewall
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¢ Click Windows Firewall. The Windows Firewall screen displays. Click the Exceptions tab.
The following screen displays:

= Windows Firewall I, x|
General Exceptions |M\ranced|

Windows Firewall is blocking incoming network connections, except for the
programs and services selected below. Adding exceptions allows some programs
to work better but might increase your security risk.

Programs and Services:

Name _
CentraOne Launcher
[ File and Printer Sharing
Remote Assistance
[ Remote Desktop
[ snmp trap (UDP 162)
[JUPAP Framework

Add Program... Add Port... Edit... Delete

[V Display a notfication when Windows Firewall blocks a program

What are the risks of allowing exceptions?

oK I Cancel

* Click Add Port. The following screen displays (shown below).

x

Use these settings to open a port through Windows Firewall. To find the port
number and protocol, consult the documentation for the program or service you
want to use.

Mame: ISl'"""I:I trap (UDP 162)

Port number: |152

{ HiEE & UDP

What are the rsks of opening a port?

Change scope... | 0K I Cancel |

* In the Name field, type in “snmp trap (UDP 162)". In the Port Number field, type in 162.
Select UDP and click OK.
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Step 4. Install CIX Network eMonitor on PC

CAUTION! Remove any eMonitor software from your system using the Windows Add/
Remove Software function before installing eMonitor.

All firewalls and anti-virus programs must be stopped.

eMonitor can be installed from a CD-ROM or as a download from the Toshiba FYI web site.

Download eMonitor Software
The basic steps for downloading then, installing eMonitor are listed below:
1. Login to Toshiba’s FYI web site.

2. Navigate to the Software (Strata Sys) > CIX Applications & Utilities section. Select SAVE
(not run) and download the eMonitor application software.

3. Open the folder the files were uncompressed into. Double click the Autorun file.

© MyeMonitor Project

TOSHIBA Strata CIX Network eMonitor

 —————————
The Power of IP. The Reliability of Toshiba.

Read before you start:

If you are installing this down-loadable versi
for the first time, you may need your Window
System CD ready for installing the 08 pre-requisite ——
software onto your PC.

CAUTION:

Personal firewall and antivirus software may interfere with

inztalling the eMonitor application. To avoid conflicts T : o
and resulting problems, tum off any personal firewall i1+
and virus checking services on your PC before 0D L
you start installing eMonitor. Y

CIX Metwork eMonitor Instalistion |11.08

Install CIX Network eMonitor

arl
Exit to Desktop Featurey;Flex

4. The installation program checks the supporting OS:
* The installer terminates the installation process if the target machine OS is not supported.
¢ Installer checks for Internet Explorer Browser V6.0 and prompts for installation if not found.

¢ Installer checks for missing components such as Internet Information Services (IIS) and
Maintenance and Monitoring Tools (MMT) and prompts for installation if not found.

¢ Installer checks for missing components such as .NET Framework V1.1 and V2.0. If a
component is missing the installer will exit to a screen indicating what is missing. A link to
the source of the missing component will be provided. Note: the program can not check for
SP1.
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If any of the require software is not found, the installation will stop, and you will be prompted to load
the required items.

© MyeMonitor Project =101 x|
Tos H I BA CIX Network eMonitor installation in Process
—aEE
S
Installing CIX Network eMonitor in process........... "’ e
Ere - - E
Checking and installing the prerequisites: - “i - ? =
Install SQL 2005 Express..... o “
Install eMonitor User Profile Database.....
Install CIX Network eMonitor application.....
FPlease wait.... - : :
3 2 - -

Exit to Desktop

If all of the required software is detected, the system will perform some data setup then start the
Installation Wizard.

5. The Install Wizard dialog box will open. Click on Next.
6. When prompted select install for Everybody then click on Next.

{if CIXMGMTeMonitor

Select Installation Folder

The ingtaller will install ClbGMT ebdonitor ta the following folder.

Toinstall in this folder, click "Mext". Toinstall to a different folder, enter it below or click "Browse".

Folder:

C:\Program FileshTAISACIXMGM T et onitar's Browse... |
Dizk Cost... |

Install CIXMGMTeMonitor for yourself, or for anyone who uses this computer:

 Just me

Cancel | ¢ Back | Hext > I

7. In the Confirm Install dialog box click on Next.
The system will install the CIX System Manager.

8. When the Install Complete dialog appears click on Close.
The Setup Wizard will start, click on Next.
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10.In the Select Installation Address dialog do not change anything, click on Next.
The system will begin the Network eMonitor installation

11.In the Installation Complete dialog box click on Close.
12.In the Reboot dialog box click on OK to reboot the system.

Y

SYSTEM REBOOT REQUEST x|

.
| J WE Need To Reboot The PC to finish The Installation of CIX Alarm Monitor. Click <OK> to reboot

[ TIPSR

13. After the system reboots the installation is complete.

Step 5: Log In as Administrator

1. Start the Internet Explorer.

CIX Network eMonitor
I

Please enter your user name and password.

User MName

Password [I

2. Type http://localhost/cixalarmmonitor and press <Enter>. The Login screen displays
(shown right).

3. In the User Name field, type in Administrator.
4. Inthe Password field, type in the word password.
5. Click on Login.
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Step 6: Change User Password

1. Click on the Change User Password button on the top of the screen. The Change User
Password screen displays.

2. Type in the old password.
3. Type in the new password and confirm it. Click OK.

Step 7. Set up CIX eMonitor Profile

eMonitor Profile Screen
To monitor a particular CIX system, the CIX IP address and community name must be entered from
this screen.

The CIX System Setup screen is for adding, modifying or deleting a CIX system.The defined
equipment is saved in a file and stored on the server.

2 eMonitor Profile - Microsoft Internet Explorer BE\@
CIX Hame A
Moy
eMonitor Mode g Dol
CIXIP Address [ ]
CIX Community lame | I
Confirm €1X Communi ity Hame
CIX Name system 1D CIX Version CIXIP Address eMonitor Mode | 1o%t ;‘;‘":::“"”"
* Alatn Monitar only supports CIX sofwate version R4.00 and newer
&] Dore & Local intranet

1. Select a Telephone System from the CIX equipment list displayed on the screen. If the desired
equipment name is not found, type in a name in the CIX Name field and click Add.

Note To delete a CIX name, highlight it on the list and click Delete.
2. Fill'in the rest of the fields based on the descriptions shown in Table 5 below.
3. Click Test Connection to make sure the connection is active.
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Table 4 Equipment Setup Screen Fields

CIX Name Name designating the equipment. For example: CIX670. This name appears in
each alarm and in the email notification of the alarms.

Possible values:alphanumeric characters

Note The System ID is programmed in the CIX database Alarm Control setup
(Prog. 919), it is not entered from the eMonitor Profiles setup. The
System Name is entered in the eMonitor Profiles setup. The System ID
and System Name do not need to be the same.

eMonitor Mode Provides information on connections.

Command monitor is for equipment that resides in a Local Area Network (LAN)
environment with the IP address accessible to the eMonitor server. It provides
the following information on the equipment:

listen trap, collects extended alarm, clears CIX alarm buffer, test connection,
setup alarm notification, alarm viewer and system detail page.

Monitor Only is for equipment that resides behind a firewall or Network Address
Translator (NAT) in which the IP address is not published or accessible by the

eMonitor server. It provides the following information: Listen Trap, Alarm viewer.
In Monitor Only mode, the system can only listen but can not send commands.

If you select Monitor only mode, the following fields are grayed out:

Community Name, Confirm Community Name, Test Connection. The following
is not displayed: System Label, Test Connection Status.

Possible values:command monitor, monitor only
Default: Command monitor mode

CIX IP Address Enter the IP Address of the CIX system. For example: 192.168.254.253.

Format: XxXX.XXX.XXX.XXX

CIX Community Enter the CIX Community password.
Name Possible values: Alpha characters
Default: communityName
Confirm CIX Re-enter the CIX Community password.
Community Name
Test Connection Results from performing Test Connection using the CIX IP Address and CIX
Status Community Name. This Test Connection is similar to a “ping” test except it also

checks the community name. If the connection failed, you would see a pop-up
box and it would tell you why the connection could not be made.

Note Test Connection will not function if the eMonitor server is behind a NAT
router.

Buttons
* Add - Create CIX Equipment and store in Profile Database.
¢ Modify — Modify CIX Equipment from Profile Database.
¢ Delete — Remove CIX Equipment from Profile Database.
* Test Connection — Get connection results by using IP Address and Community Name.
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Step 8: Set up vbAlarm Notification

Alarm Notification Setup Screen
This screen sends commands to add/remove alarm traps and enables/disables alarm notification.
Note If the CIX is behind a NAT router and eMonitor is not on the same LAN as CIX, eMonitor

cannot administer CIX Alarm programs. eMonitor can only monitor (receive) Alarm data
from the CIX.

A Alarm Notification Setup - Microsoft Internet Explorer,

CIX Name CIXIP Address CIX Trap Destination Setup Alarm Periodical Summary
cix150 159.119.113.150 Currertly Off List | Currently &1l On Currently On
eix157 159.119.113.157 Currently On List
N7A: This setup is not available inthe CIX due to the software version is Iower than R4.00 o can not connect to the system.
M. Can not make connection to this CIK. Possible reason
1. Incarrect P
2. Incorrect commurity name
3. This node can not be reached through network.
&] Done: & Locl intranet

Table 4 Alarm Notification Setup Screen Fields

CIX Name Display only. Name of CIX stored in the eMonitor Database.

Note Equipment marked as Monitor only mode does not display here.
CIX IP Address Display only. IP Address of the CIX system. For example: 192.168.254.253.

CIX Trap Destination | Currently On/Off List — Indicates the eMonitor is on the target CIX Trap

Setup Destination list or not. Current On List means that eMonitor’s IP is registered
in target CIX Trap Destination List. Currently Off means that eMonitor’s IP is
not in the target CIX Trap Destination List. If the eMonitor is not on the list, the
CIX alarm will not be displayed on this screen.

If this field displays an “X,” it means there is a problem in connecting to the
target CIX.

Alarm Currently All On/Off — Turns On/Off the Alarm Notification of a CIX.

Periodical Summary Currently On/Off — Turns On/Off the Current Alarm Summary Notification of a
CIX.
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Step 9: Monitor Alarms

Alarm Monitor Screen
This screen displays an alarm list based on the equipment in the Profile Database.

Note The same alarm only counts once.,

TOSHIBA CIX Network eMonitor
|

entonitor Profile

CIX llame SystemID lodelD IPAddress  Major Minor Warning Reason Time Stamp Polled 2:::;15

©ix150 159119113180 0 0 0
©ix157 15811913157 0 i 0

Table 4 Alarm Monitor Screen Fields

CIX Name From Equipment Table of Profile Database (eMonitor database)
System ID From Event Log. Stored in CIX database Program 919 (Alarm Setup).
Node ID From Event Log

IP Address From Event Log (CIX IP address).

Major Displays Major Alarms in Red. All ports fail on a card.

Minor Displays Minor Alarms in Orange. Some of the ports fail on the card.
Warning Displays Warnings in Yellow. All other alarms except major and minor

Latest Alarm

Reason From Event Log
Time Stamp From Event Log.
Polled If Yes, it indicates the time stamp is when the component gets the Extended

Alarm from CIX. If No, the time stamp is from the Raw Alarm Event.

Clear Alarm Clears CIX Alarm buffer. If the CIX equipment is set to Monitor only mode in
the eMonitor Profile screen, this feature is disabled. CIX Program 919.
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If you double-click on a listing for a Command/Monitor mode CIX, a pop-up window displays (shown
below) with detail cabinet and slot error information. Administer’s CIX Program 920.

» Name Status Control
Main CPU Idle
Data Highway Sub-CPU 1 1dle [ Disable | [ Forced Disable | [ Enable | [ Recovery | [ Forced Recovery |
# e Cabinet1 Idle [ Disable | [ Forced Disable | [ Enable |
# e Cabinet 2 Idle [ Disable | [ Forced Disable | [ Enable |
PCM Sub-CPU Idle
Serial Sub-CPU Mot Exist [ Disable | [ Forced Disable | [ Enable | [ Recovery | [ Forced Recovery |
Prograrn Mermoary Idle
General Mermory Idle
Backup Mermary Idle
Madern Idle
Srmart Media Idle
LaN Contraller Idle
Metwark Clack Source S 5P PR
Cooling Fan Disabled by Fault: FF

If you click in the Major, Minor or Warning fields for an alarm, a table displays (shown right) listing
details of that category of alarms.

2 AlarmRealTimeList - Microsoft Internet Explorer r_"E

Reason Location Time
ISDN Loss of Signal 01, 01 200507721 162116
ISDn Loss of Signal 01, M 2000007721 16:21.14

Alarms list for node: <ix157 , Alarm rank: Major
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Step 10: View and Maintain Alarms

Alarm Viewer (Browser and Maintenance) Screen
Using this screen you can:
¢ Save the current event log as a backup file using the Save button.
¢ Export the current event log file as a tab delimiter text file using the Export button.
¢ Delete all the alarm information from the current event log file using the Clear button.
¢ Collect the most updated alarm information from the current event log file using the Refresh

TOSHIBA CIX Network eMonitor
eonitor Profile Alarm Hofification Setup Alarm Monitor
‘A Alarm viewer - Microsoft Internet Explorer
cx 5 o Location
Tupe Date. £l Hame Svstem D Hode CIXIP Bank O Gior Reason
3
E 712172005 32632 PM localhast 0 a E llectar service was started
E 712102005 3032 P Incalhost 0 o |CishitficationCallector service was started
B 7I2102008 30515 P localhost i o |This: event log was created. |
1
Type: A=Clear aff event, C= component aiarm, E=Senvice event, F= Fuil alorm, R= Rew slatm, S= Summary alarm, P= Alarm parse error
[ save ][ Ewot | [ Cear ][ FRefresn |
] Dore % Localintranet

Table 4 Alarm Viewer Screen Fields

Type Alarm Type: A = Clear all event, C = component alarm, E = service event, F =
full alarm, R = raw alarm, S = summary alarm, P = alarm parse error.

Date From Event Log Date/Time

CIX Name From Equipment Table of Profile Database

System ID From the CIX System ID set in Program 919 (Alarm Setup)

Node From Equipment Table of Profile Database

CIXIP IP Address

Rank Major, Minor or Warning

Location (cab/slot) Location of alarm.

Reason From Network eManager Component page.
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Step 11: Email Notification

Email Notification Description

The email notification feature allows eMonitor to automatically send email alarm notifications to
designated mail boxes. The email notifications can be sent to multiple mail boxes and can be sent,
or not sent, depending on the CIX Alarm type. This can be setup independently for each CIX
monitored by eMonitor.

Notification Service

This component is designed and configured to run as a service; it starts when the eMonitor is
started and it uses the built in system account to login.

The natification service performs the following activity:

e At startup, the notification service subscribes to the CIX Monitoring Log event log to receive
notifications when an alarm is stored in the event log.

¢ During the startup phase it parses the existing event log entries and determines if new events
have been added since the last time the service was running. If there are any new alarms the
notification mechanism is triggered. For history alarm notification all alarms that will be sent to
one email address will be grouped and sent in one email regardless of the Alarm notification
threshold value.

¢ A threshold timer is provided so that when a repeated alarm is generated within the threshold
time the this alarm is ignored.

* When a new alarm is added to the event log, the eMonitor notifies the registered email users.
The service will try to collect several generated alarms and send them in a one email format
rather than separate email for each alarm. The service monitors the following types of alarms:
Major, Minor, Warning, and Summary.

* When an email is sent, the service considers the alarm processed. No further action will be
taken, even if the alarm is still active.

* When an email is sent, the natification service does not know if the email delivery was
successful. If the email delivery fails, the “from email address” receives a message indicating
that the email delivery has failed.

This service includes information about each alarm generated. The format is shown in the table
below.

The following alarm(s) have been detected:

CIX Name IP Address Node ID Alarm reason Severity Position Date/Time

Lab 143 159.119.127.143 1 CTI Link Down Minor 010000 1/29/2007-10:03
AM

Lab 143 159.119.127.143 1 ISDN Loss of Signal Major 010100 1/29/2007-10:03
AM
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Summary Monitoring

The Strata CIX system has a buffer that stores alarms as they are generated. The contents of the
alarm buffer can be automatically sent to the eMonitor as a Summary report, at 10 minute intervals,
by enabling the Alarm Buffer Status parameter in the CIX.

To enable sending alarm buffer data to eMonitor use Network eManager. Connect to the Strata CIX
system using Network eManager, go to the System Alarm Control screen and enable Alarm Buffer
Status (Program 919, FB 02). The eMonitor must then be configured to monitor the summary
alarms from that Strata CIX system.

When the CIX Alarm Buffer Status is enabled and the eMonitor is configured to perform summary
alarm monitoring (per email address), summary alarms from the CIX will be sent to eMonitor every
10 minutes.

Important! If the eMonitor does not receive a Summary report within two cycles (approximately
20 minutes) a notification alarm is sent to the configured email address. This
notification indicates that the CIX system or some part or the IP network connecting
the CIX system to the eMonitor is down. This notification will be sent once. The
format of the email is as follows:

eMonitor Summary Monitoring Failure

eMonitor did not receive the periodic summary alarm from the following equipment:
CIX Name IP Address

Lab 143 159.119.127.143

When the Strata CIX system resumes sending summary alarms, eMonitor will generate a
notification email as shown below:

eMonitor Summary Monitoring

The following equipment in back online:
CIX Name IP Address

Lab 143 159.119.127.143
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Email Configuration

Use the email configuration screen to perform the following:
* View existing configured email addresses.
* Add a new email address,
* For each email address the user can select:
— AlLLor
— A particular CIX system
* The user can select the notification alarm level:
— Major, Minor, Warning or Summary Monitoring
* Delete an existing email address.

¢ Set athreshold value (in minutes) for the service so that repeated same alarms within this time
value are ignored.

* Setup the “from email address” and “subject line” to used when sending an email
* Set a text template to be used in the email body

Email Configuration Menu

Click “Email Notification Setup” in the menu as shown below.

eMonitor Profile Alarm Motification Setup Email Nofification Setup

About CIX Network eMonitor

Email Notification Setup Page

Alarm Notification Threshold: The time the service waits before sending an email after an alarm
has occurred, this value is in minutes. This is to prevent sending multiple notifications for the same
error condition. The default value is O.

Alarm Processing History Threshold: When the service starts, it will look for alarms that occurred
this far back in the past and have them processed for notification. This value is in minutes, 0 means
do not look for past alarms. The default value is 0.

From Email Address: The “From” email address can be any real email or fictitious address. A
fictitious email address must be in a legitimate email address format (example:
eMonitor@CIX.com). If a fictitious address is used the email box that receives the alarm notification
will not be able to reply to alarm message email.

Email Subject: The text entered in this field is the subject line of the alarm notification email, any
text can be entered. The default value is “CIX Network eMonitor Alarm Notification”.

Email Body: The text entered in this field is what appears in the body of the email message when
the alarm notification email sent, any text can be entered.

SMTP Server: Enter the Name or IP address of the mail server used to relay eMonitor alarm
notification email messages. This server must accessible to the eMonitor server and it must be
running SMTP service.

4-18

Strata CIX Application Implementation Vol 3  09/09



eMonitor/Alarm Notification
Strata CIX Network eMonitor

Update: Use the Update button to save the entered data.

2 http://localhost - EmailNotificationSetup - Microsoft Internet Explorer

Alarm Notification threshald(minutes): From email address: |han hemsig@tais foshiba com |
When an alarm occurs the service should wait thiz _ _
long befors sending an email. Email subject: |5I.lon'rt0r alarm notification |
. . . . The fcllowing alarm(s) have been
Alarm processing history thresheldiminutes D detected ;n the newc:k:|
L Email body:
SMTP Server: localhost

Destination Email Address CIX Name/lP address Major Rinor \Warning Sum_ma_ry
maonitoring
hani.hemsi@tais toshiba.com lak 144/159.119.127 144 Yes Mo Ma Mo
phasor1@amail.com lab 143M159.119.127.143 Yes Yes Mo Yes
1
[ add | [ Mogity | [ Test | [ Detets | [ ciose |
@ Daone & Local intranet

The email configuration page also allows the user to perform the following:

Add: Used to add a new Destination email address for each CIX listed on the screen, for each
Destination email address the user can select:

¢ ALL to select all CIX systems listed on the screen, or
¢ A particular CIX system.

The user must select at least one CIX system and one alarm level; Major, Minor, Warning or
Summary Monitoring. Refer to Destination Email Address Setup on page 5-20.

Note Only Strata CIX systems setup in the eMonitor Profile will display on this screen. Systems
can only be added from the “eMonitor Profile,” not from this screen.

Modify: Used to modify an existing item, select an email address from the list and click modify.
Refer to Destination Email Address Setup on page 5-20.

Test: Initiates the email test mode; in this mode the first alarm received from the CIX system will be
forwarded to the destination email address. When an alarm is forwarded the email test is reset. It
will take an unknown amount of time for this test to occur, it depends on CIX activity and whether
the eMonitor server can be reached by the CIX system. Do not run this test if it is not practical to

wait for an Alarm Summary report. An alarm summary is sent at 10 minute intervals.
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When the Test Button is clicked the following message is given the user.

Microsoft Internet Explorer [z|

forwarded to the selected email address.
CI¥ generally sends alarm summary every 10 minutes, 5o please check your
email address box if an event is received within 10-15 minutes.

9 This test allows any alarms or events received from the CIX eqgipment to be
R )

In case no alarms or events are received, please make sure that the CI¥ is
configured to report the alarms summary, and that the CIX equipment is online
and can reach the eMonitor server via the network.

Do you want to continue?

[ OK, ] [ Cancel

Note Unless the CIX is sending alarms this test will be not be effective because it relies on
eMonitor receiving an actual Alarm or Alarm Summary from a CIX system during the test
period.

Delete: Used to delete an email address entry from the list.
Close: Closes the window.

Destination Email Address Setup
When the user clicks on either the Add or Modify buttons the following screen appears.

i | http://localhost - EmailSetup - Microsoft Internet Explorer

CI¥X NHame/lP address KMajor RMinor Warning Summary monitoring
lab 144/159.119.127 144 . F . .
lab 143/159.119.127.143 . F . .
Destination Email Address: | [‘-"Efifs']
@ Done \J Local intranet
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The CIX Name and the IP address of the Strata CIX systems setup in the eMonitor profile will be
present on one screen. Click to highlight a CIX system then, click to check-mark the type of alarms
that will cause notification email to be sent. The eMonitor server will send notification email to the
destination email address when those alarms occur.

Enter the destination email address to which the alarm notification should be sent and click OK.
To send notifications for the selected system to multiple addresses, enter another Destination Email
address and click on OK. Continue until all email Destinations are setup.

The verify button is used to verify that the SMPT email server is valid and reachable, it does not
guarantee that the email account is valid or can receive messages. If the address can be reached
a test email is sent to that address for the user to check. The following message is given the user
when this button is clicked.

Microsoft Internet Explorer El

€y This test allows any alarms or events received from the CIX egipment to be
\_';/ forwarded to the selected email address,
CI¥ generally sends alarm summary every 10 minutes. So please check your
email address box if an event is received within 10-15 minutes.

In case no alarms or events are received, please make sure that the CIX is
configured to report the alarms summary, and that the CIX equipment is online
and can reach the eMonitor server via the network,

Do you want to continue?

[ OK ][ Cancel ]

The following message is given if the email SMTP server responds to the sent email.

Microsoft Internet Explorer

' Email address is verified.
e A test message was sent to this email address please verify.

Important! Important Note: This screen DOES NOT mean that the email was received by the
destination mail box, it only indicates that an email was accepted by the SMTP mail
server and was sent to the destination mail box. Please check the destination mail
in-box to verify that the verification message was received.
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Uniform Call Distribution (UCD) provides ACD-like service based on the simplified Distributed Hunt
feature. Incoming calls are answered by Voice Mail as the Auto Attendant function or they can be
directly routed to the UCD (Distributed Hunt) Pilot number. The caller will dial the UCD Pilot station
in response to a prompt. The call will go to the next agent or, if all agents are busy, the call will camp-
on to the Distributed Hunt pilot and ring-back tone or Music-on-Hold (MOH) will be sent.

Call Distribution

This feature distributes incoming calls to available agents. Agents must be logged into the group to
receive UCD calls. The following illustration shows the typical call flow for this service.

1.
2.
3.

Agent logs into the UCD group.
CIX receives a call from PSTN or extension.

The call is routed to voice mail which provides the initial greeting using the auto attendant
service.

The voice mail can be configured to prompt callers to enter the destination number or to route
the call to the pre-determined destination.

5. The voice malil transfers the call to the UCD pilot group.

6. According to the hunting rule (distribute), the call is delivered to an idle agent who logs in to this

hunting group.

If no agent is available in the hunting group, the call is queued to the UCD pilot group. The caller
may hear the Music on Hold (MOH) or Ring Back Tone (RBT) depending on the configuration. If the
call cannot be answered within the preconfigured time, the call is routed to an overflow destination.

(3)Receiving PB signal 1"‘\

(3)T ransfer T

(4) Voice Mail System

UCD Pilot

(5)Deliver
E LE

Agent

{unting Group
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Login/Logout

Login/Logout is controlled by the Login key assigned to the agent phone (see the Strata CIX

Programming Manual Vol.1, for details).

Login key LED

Login State on Agent

On steady

Login

off

Logout

The Login/Logout feature is applied to the call which terminates to UCD pilot only. Therefore, the
call can directly terminate to agent Prime or Phantom PDN even if the agent is in Logout state. Also,
Login/Logout can be activated by an access code. The default numbering plan is shown below
(Prog. 102).

Access Code Feature
#6061
#6062
#6161 + DN + #

#6162 + DN + #

Login - from Agent Station

Logout - from Agent Station

Login - Agent Station (DN) from another station

Logout — Agent Station (DN) from another station

where DN = the Directory number of the agent station

Initial Greeting

Calls can be directly routed to the UCD pilot via DID number or DIT ringing assignments. In this
case, the caller hears the ring back tone and MOH while waiting.

If an initial greeting is necessary, it is recommended to use the Auto Attendant feature of the voice
mail system. It can be configured to prompt callers to enter the destination UCD pilot or to route all
calls to a pre-programmed destination (see the Strata CIX Programming Manual Vol. 2 for details).

Queuing

If no agents are available (e.g., all agents are in the busy state), a call is queued to the UCD pilot.
It will be delivered to the agent when the agent becomes available. While it is queued, the caller
hears MOH which is assigned to the UCD pilot (see Program 209 in the Strata CIX Programming
Manual Vol. 1).

Overflow

In the following case, calls are routed to the overflow destination configured by the DH Pilot System
Call Forward NA destination and UCD Pilot Overflow Timer.

1. If UCD Pilot Overflow timer is expired while the call is queued to UCD pilot, the call is forwarded
to the Call forward destination which is assigned to the Pilot DN in System Call Forward-No
Answer.

2. If all agents in the group are in a logout, DND or Make Busy state, the call is forwarded to a Call
forward destination that is assigned to the Pilot DN in System Call Forward-DND. Also, if
overflow destination is not assigned or is invalid, a call stays in the queue.

Ring-No-Answer overflow for each agent can be established by setting Call Forward-No-
Answer (CFNA) on the UCD DN button. The agent’s UCD button will ring for the time set
in the CFNA timer, then hunt to the next available agent. The CFNA destination must be
set to the next agent in the UCD group rotation. If another destination is assigned it will be
ignored, the call will forward to the next agent in the UCD hunt group.

Note
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UCD Group Setup

UCD Groups are Distributed Hunt Groups with UCD feature parameters enabled.

Programming

UCD Group Parameters (Prog 209)

From Network eManager click Station > Hunt Group > Group
01 Hunt Method — Distributed

02 Pilot Number — any non-conflicting up to 5 digits

04 Number To Display — any number

05 Pilot Number SCFwd — select the System Call Forward template number that contains the
Queue Overflow destination assignments. (see Network eManager > System > Sys Call
Forward [Prog 500/504] )

06 Multiple DN Hunt — Disable

07 DHG Auto Camp-on — Enable

08 UCD Enable/Disable — Enable

09 UCD MOH Source — select the music source that should play to callers in queue.

10 UCD Overflow Timer — The time calls should remain in queue before overflowing to the SCF
No-Answer overflow destination.

11 UCD RBT Timer — the time a caller in queue should hear Ring Back Tone before being
switched to the UCD MOH source.

UCD Group Members (Prog 218)

From Network eManager, click Station > Hunt Group > Member
Select the PhDN or PDN buttons that should be included in the UCD group.

UCD Queue Overflow

UCD calls that are in queue will overflow to the System Call Forward (SCF) destinations set in the
SCF template assigned to the UCD group.

1.

The time the call remains in queue before it overflows is set in UCD Overflow Timer. (Prog 209-
10)

An SCF pattern is assigned to each UCD Group in Pilot Number SCFwd. (Prog. 209-05).
Assign a pattern with the SCF No-Answer destination set to a telephone or Voice Mail box that
should answer calls that overflow from the queue. And, SCF DND destination set to the UCD
Queue overflow destination, a station that should handle calls when all agents are logged out.

* When all agents are busy the call will be directed to the SCF No Answer destination.

* When all Agents are logged out calls will be directed immediately to the SCF DND
destination

Note If station Call Forward No-Answer is not registered on the agent station (PDN or PhDN), a

call to an agent station will continue to ring until answered or the caller hangs up.
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Set SCF assignments (Prog 500/504)
From Network eManager, click System > Sys Call Forward
» Select the SCF template that is assigned to the UCD group in Prog. 209-05
» Enter the No Answer destination — overflow when all agents busy
» Enter the DND destination — overflow for when agents logged out

Note The SCF No Answer timer (PRG 104-08) does not apply to UCD Queue overflow. The
UCD OverFlow Time in Prg 209-10 determines how long calls stay in queue before
overflowing to the SCF destinations.

Enable UCD in Station Class Of Service (Prog 103)
Assign the UCD feature to a COS.
From Network eManager, click System > Class of Service.
* 45 UCD Local Login - (default = ENABLE)
* 46 UCD Remote Login (default = DISABLE)

Assign Class Of Service to the Agent Station (Prog 200)
Assign the COS defined above to an agent station.
From Network eManager, click Station > Station Assignments.
e 04 Class of Service - (= the COS defined above)

Assign Agent Login/Logout and UCD Agent Call Button. (Prog 205, 213, and 215)

« UCD Call Button — The UCD Call button can be a Phantom DN (PhDN) or Primary DN (PDN).
On stations that are used for both UCD calls and other calls, it is recommended that a PhDN
button be used for the UCD button. This allows the non-UCD calls to be forwarded to the PDN’s
Voice Mail or an other station.

Note A PhDN or a PDN button is not a UCD button until it is programmed as a member of a
UCD Hunt Group with Progr. 209 and Prog. 218.

From Network eManager, click Station > Station Assignments > [DN] Key > ACD/UCD.
» Select UCD Agent Log in/out key.

Program 102 Flexible Numbering Plan Assignment
From Network eManager, click System > Flexible Access Code.
» Flexible number of login from local node (default access code = #6061)
» Flexible number of logout from local node (default access code = #6062)
» Flexible number of login to Agent Station from another station (default access code = #6161)
» Flexible number of logout of Agent Station from another station (default access code = #6162)
Note The default access code can be changed.
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city
Total waiting calls in the system — The number of calls waiting in the queue times the number of
agents in the system must be less than 128. For example, there are two UCD groups and group

#1 has 10 agents and group #2 has 15 agents. Group #1 can have only 3 calls queued (10x3 =
30) when group #2 already has 6 calls in the queue (15x6 = 90). A total of 120.

UCD groups in the system:

CIX100 - 90

CIX200 - 200
CIX670 (small) — 200
CIX670 — 640
Number of agents:
CIX100 - 72

CIX200 - 160
CIX670 (small) — 160
CIX670 — 560

UCD Operates

Calls routed directly to UCD pilot, are distributed to an available agent. If no agents are
available, the caller hears RBT, and after the UCD Response Timer expires, the caller hears
MOH.

If the overflow destination is busy when the call overflows, it is camped onto the overflow
destination.

Ring transfer timer is not applied to a UCD call. Therefore, after the voice mail transfers the call
to a UCD group, ring transfer recall is not executed when the call is queued.

. Once the call is delivered to the agent, it is not redistributed to another agent or forwarded to

the call forward destination.

5. If the agent logs out while the call is ringing, the call continues to ring the agent.

6. When the last agent logs out while on a call, the already queued calls stay in the queue and do

not overflow.

. The second destination of System Call Forward can not be used as the overflow destination.
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Interaction with Other Features

Call Forward, System Call Forward

UCD calls do not forward per the station’s call forward assignments. Calls routed directly to the
agent’s station, not through the UCD pilot, will forward when Call Forward or System Call Forward
is set.

Do Not Disturb

If DND is activated while the call is ringing the agent, the ringing is stopped. However, queuing or
overflow is not executed. If DND is activated on the overflow destination, the call does not overflow.

Dialed Number Identification Service

If the overflow destination is voice mail and the overflowed call is a DNIS call and associated with
VM-ID, VM-ID assigned to DNIS is sent to the voice mail.

Station Hunting

The overflow destination can be a station hunting pilot or member. The system selects an idle
station from the Station Hunting group and terminates a call. If no idle station is found in the station
hunting group, the system camps on the call according to the station hunting specifications.

Offhook Call Announce (OCA), Handset Offhook Call Announce

Even if automatic OCA is set at the originator terminal and the overflow destination is set to allow
OCA, the overflowed call does not use OCA.

Private Networking

The overflow destination can be a station in another node. However, if the overflow destination is
an UCD pilot in another node and all agents are in logout, DND or Make Busy state, the call does
not overflow and stays in the queue.

Multiple Calling

If a UCD pilot is a member of a Multiple Calling Group (MCG), the call does not terminate at the
UCD agent. If all members in a MCG are UCD pilots, the caller hears ROT.

Door Phone

If a door phone call comes to UCD, it terminates to an UCD agent according to the hunting rule even
if the agent is not logged in.

Class of Service

Call is queued to UCD, even if caller's Class of Service does not allow the camp on.

Lost Call Treatment

If a Lost call comes to UCD, it terminates to an UCD agent according to the hunting rule even if the
agent is not logged in.

5-6



Uniform Call Distribution
Interaction with Other Features

Intercept

If UCD is assigned as the intercept position, the call terminates to UCD agent according to the
hunting rule even if the agent is not logged in.

Phantom DN

If the phantom DN is assigned to the UCD group, Login/Logout and DND are controlled by the
owner of the phantom DN. When the owner logs in, the call can be terminated at phantom DN. If
this DN appears on multiple phones, it will ring all phones. However, if no owner is assigned to the
phantom DN, the call cannot be terminated at the phantom DN.

Music on Hold

If a UCD call is camped on to the overflow destination, the caller hears MOH programmed for the
overflow destination. When a UCD call is in the UCD queue, the caller hears MOH programmed for
the CCO group.
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Traffic Measurement and Reporting 6

The Traffic Measurement (TM) feature provides a method of recording the traffic in a Strata CIX
system and a method of reporting the system traffic statistics to a system administrator. System
traffic statistics are mandatory for the system administrator to both monitor the effectiveness of the
system and determine whether the system is over dimensioned, under dimensioned, or has
improper traffic balance.

The TM function can measure and report the following categories of measurement objects:
¢ Incoming Line Groups (ILG) - Up to 64 groups

¢ OQutgoing Line Groups (OLG) - Up to 64 groups

¢ DID numbers (DID) - Up to 130 numbers

* DTMF Receivers (DTMF)

¢ Conference Trunk Circuits (Conf)

¢ Each report will also contain a System Total summary

Feature Initialization

The system administrator sets Traffic Measurements and Reporting using Network eManager to
execute system commands. The following items are specified:

* Time Zones — Start and Stop Times

* Measurement Objects — Line Groups, Stations, System Resources
* Reporting Specification —

¢ Unit of traffic intensity — Erlang or CCS

In time zones setting, the system administrator sets starting time (from 0 to 23 o’clock) and end time
(from 1 to 24 o’clock). For example, if system administrator specifies 9 as start time and 16 as end
time, the system begins measurement at 09:00:00 and finish at 16:59:59. The system provides up
to three time zones, but overlapping time zones is not allowed. A time zone across two days is not
allowed, either. Time zones are defined per attribute (Working Day / Non-Working Day / Holiday) in
Programs 106, 112 and 113 (Network eManager: Advanced Configuration > System > Day Night
Service). System administrator must specify one tenant number for Traffic Measurement and
Reporting feature.; Program 921 (Network eManager: Advanced Configuration > System > IO
Device)

In the measurement objects setting, the system administrator defines “activate” or “deactivate” as
the measurement object per group (e.g. ILG1, ILG2, OLG2, OLG3).

TM output is set to LAN port or serial I/O port. When the CIX has a SM or SD card inserted the
statistics are also output to a folder named “TRAFFIC” in it. When the SD/SM card in present the
TM will be sent to the output port and the TRAFFIC folder on the SSD/SM card. When the traffic
folder on the SD/SM card is full the next TM file will over-write the oldest file in the folder.

In unit of traffic intensity setting, the system administrator selects “Erlang” of “CCS” as unit of traffic
intensity in reporting. Refer to Traffic Intensity Calculation on page 6-7.
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TM Output Statistics

The TM information collected is sent from the report buffer each hour. It is compiled into the output
format, then output to specified output port, and the SD/SM card if installed. Reports are sent to the
I/0 or LAN port and the SD/SM card at the same time. Naming rules of output files are the same as
CIX/CTX event trace files:

MMDDHHNN.trf
MM: Month (Japanese style, 01-12)
DD: Day (01-31)
HH: Hour (01-23)
NN: Sequence Number*
*Sequence Number indicates the file number created in same hour.

For example: 10211600.trf is the file containing traffic information from 16:00 p.m. to 17:00 p.m. on
October 21.

Once the report output is completed, the statistics in the report buffer is cleared. However, if it isn’t
completed for some reason, that buffer isn't cleared.

System administrator can request to re-output statistics report with a programming command that
includes the start and end times.

Statistics under measurement at the time a report is requested cannot be outputted. The report is
only available after the end time. For example; the traffic measurement data for 10 to 11 is not
available until after 11.

TM data is recorded each hour. A Traffic Report is requested using Network eManager to enter the
programming parameters to specify the report Start date and time, and the end date and time. The
traffic report is output to file named traffic.trf on the SD/SM card. If a traffic.trf file already exists on
the card the new file will over-write it.

Note The Traffic Measurement is system based. The measurement cannot be set to report per
tenant.

Capacities

The system provides up to three time zones. Each time zone must be a minimum of one hour to a
maximum of 24 hours. Overlapping of time zones is not allowed. A time zone across two days is
not allowed.

The system supports up to 64 OLGs and 64 ILGs for measurement.
The system supports up to 130 DID numbers for measurement (per 1 system).

When measuring under the following conditions, CIX can accumulate the statistics for 1 week in the
buffer.

* Programming about this feature is not changed.

¢ CIX time setting is not changed.

¢ Switching to summer / normal time is not occured.
¢ CIX is not restarted.

¢ CIXis not turned off.
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Measurement Categories and Iltems

In each report the requested categories will be measured, The report will show all of the following

items in each category.

Category

Items

Description

OLG (Analog CO)

Station to Trunk Calls

Number of calls by stations to OLG trunks attempted

Counts each attempt to access a trunk in the OLG.

Trunk to Trunk Calls

Number of calls by an ILG trunk to OLG trunks attempted

Counts each attempt by an ILG trunk to access an OLG
trunk.

All Trunks Busy

Number of calls to an OLG trunk attempted when all trunks
were busy.

Counts each attempt to access an OLG when all trunk
were busy.

Call CCs

Refer to the Traffic Intensity Calculation

OLG (ISDN CO)

Station to Trunk Calls

Number of calls by stations to OLG trunks attempted

Each attempt to access a trunk in the OLG is counted.

Trunk to Trunk Calls

Number of calls by an ILG trunk to OLG trunks attempted

Counts each attempt by an ILG trunk to access a trunk in
the OLG.

All Trunks Busy

Number of calls to an OLG trunk attempted when all trunks
were busy.

Each attempt unable to access a trunk in the OLG when all
trunks were busy is counted.

Destination Busy

Number of call attempted that receive “Destination Busy”.

Counts each attempt that encounters “Destination Busy”
after “Setup” is sent.

CallCCs

Refer to the Traffic Intensity Calculation

OLG (Strata Net)

Same as ISDN (CO)

ILG (Analog CO)

Incoming Calls

Number of incoming call attempts

Each attempt call in on a trunk is counted.

DID No. nnnn

Number of incoming calls per DID number.

Call CCS

Refer to the Traffic Intensity Calculation

Abandoned Calls

Counts each abandoned call.

Each call on an incoming trunk that is not answered.

(Sheet 1 of 2)
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Category

ltems

Description (continued)

ILG (ISDN CO)

Incoming Calls

Same as ILG (CO)

DID No. nnnn

Same as ILG (CO)

CallCCs

Refer to the Traffic Intensity Calculation

Abandoned Calls

Same as ILG (CO)

ILG (Strata Net)

Incoming calls

Same as ILG (CO)

CallCCs

Refer to the Traffic Intensity Calculation

DTMF Receiver

Use attempts

Number of times the system attempts to use a DTMF
Receiver.

All Receivers Busy

Counts each unsuccessful attempt to use a DTMF
Receiver because all receivers were busy.

Conference

Use attempts

Number of channels the system attempts to connect to the
conference circuit.

Counted each time the system uses a conference circuit.

All Circuits Busy

Counts each unsuccessful attempt to conference because
all conference circuits were busy.

System Total

Station to Trunk Calls

Total number of station to OLG calls.

Trunk to Trunk Calls

Total number of trunk to OLG calls

Abandoned Calls

Total number of incoming calls that ‘hung up’ prior to
answer.

Incoming Calls

Total number of incoming call attempts on trunks.

All Trunk Busy

Total number of outgoing calls attempted which
experience All Trunks Busy.

Call CCS

Refer to the Traffic Intensity Calculation

(Sheet 2 of 2)
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Traffic Measurement Reports

When Traffic Measurement is setup the system will output a report, example shown below, for each
hour of the requested measurement period. The example shown below is a printout of the
08011300.trf file.

AUG 01 2008 NODE:11
Measurement Perd 300 1400
Outgoing Line Group 1 ‘\\ Statistics from 1300 to 1359

1:00 pm to 2:00 pm) on August 1, 2008

Group Size 15
Station -Trunk Calls 9 .‘\\\\\\\\\\\\\\‘OLG 1 has 15 trunks

Trunk - Trunk Calls 0

All Trunk Busy 0 . .
Destination Busy 5 T~ Nlng Stat}on to Trupk calls were made
during this hour. Five of those calls
Call cCs 27.0 were to busy numbers.
Measurement Period 1300 00
Outgoing Line Group 2 .‘k\iiii;\\\\\‘Total traffic on this trunk group was
Group Size 8 27 CCsS
Station -Trunk Calls 19
Trunk - Trunk Calls 0
All Trunk Busy 0
Destination Busy -
Call CCS 67.8 Start time 1:00 p.m.
Measurement Period 1300 1400 End time 2:00 (1:59)p.m.
Outgoing Line Group 3 1003 <. Internal Code
Group Size 0 0000 = System Total
Station -Trunk Calls 0 lxxx = Outgoing Line Group XXX
Trunk - Trunk Calls O© 2xxx = Incoming ;ine Group XxX
AL Trun musy o (000 e reeivere L
Destination Busy -
Call CcCs 0.0
Measurement Period 1300 1400
Outgoing Line Group 8 1008
Group Size 8
Station -Trunk Calls 0
Trunk - Trunk Calls 0
All Trunk Busy 0
Destination Busy 0
Call cCcCs 0.0
Measurement Period 1300 1400 ILG 1 has 15 trunks
Incoming Line Group 1 .‘//’,2a9}””’/
Group Size 15 22 Trunk to Station calls were made
Incoming Calls 22 /during this hour.
DID NO.0851 ; Threg of those galls went to DID
station 0851. Five of the calls went
DID NO.2600 0O «—— " to DID station 3279
DID NO.3279 5 . .
DID NO.3400 0 Total traffic on this trunk group was

27 CCS

call ccs 274\
Abandoned Calls 1 There was one caller that hung up

before the call was answered.
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Measurement Period 1300
Incoming Line Group 2

Group Size 8
Incoming Calls 10

Call cCcCs 67.8
Abandoned Calls 0

Measurement Period 1300

Incoming Line Group 3

Group Size 0
Incoming Calls 0

Call cCcCs 0.0
Abandoned Calls 0

Measurement Period 1300
Incoming Line Group
Group Size

Call cCcCs

Abandoned Calls
Measurement Period 1300

Incoming Line Group

8
8
Incoming Calls 0
0
0

Group Size

Call cCcCs
Abandoned Calls

Measurement Period 1300
SYSTEM TOTAL

3
0
Incoming Calls 0
0
0

0000
Group Size 62 /

Station - Trunk Calls 28 -
Trunk - Trunk Calls 0 <*—-— =
Abandoned Calls 1 '<-~\\\\\\\\\\\
Incoming Calls 32 "\\\\\\\\\\\\\
All Trunk Busy 0

Ccall CCs 189.6 o

1400
2002

1400
2003

1400
2008

1400
2032

1400

The system has 62 trunks

28 Station to Trunk calls were made
during this hour.

There

There

There

Total
189.6

were no
was one
were 32

traffic
CCs

Trunk to Trunk calls
abandoned call
incoming calls

on this system was
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Traffic Intensity Calculation
Analog Trunk

Traffic Intensity is calculated based on how long each trunk is in use during the measurement hour.
The time a trunk circuit is in use is called hold time. Holding time is measured per trunk. Holding
time T_hold (seconds) is calculated as below;

Thold = Toff - Ton

T_off (seconds) is the time when the trunk is available. T_on (seconds) is the time when the trunk
is in use. “Trunk is in use” indicates the condition that the trunk is not free (i.e. talking, terminating,
originating, and so on).

Traffic intensity A is calculated as shown below;
T,
A= M[CCS]
100

The relation of Erlang to CCS is 1 Erlang = 36 CCS. The system administrator can choose Erlang
or CCS as unit of Traffic intensity.

The system checks each circuit every 30 seconds for in-use or available status. As shown in the
figure below, if a becomes busy after a system check it is not counted as busy, for traffic
measurement, until the next system check.

|:| : Holding Time

30 6? 90 120 150 180 210 Sec.

£ Trunk 150N _,—0—
“OFF EE=,

OLG1

{ Trunk2 ON
OFF | %

4

Trunk 3 ,:':ON

+ OFF |_g7

N

VA

. o

CIX software collects busy/idle status of each Ea((j:h collection period is 30 sec-
trunk in each trunk group at the beginning of onds
each period.

Figure 6-1 Holding time
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For example, if three calls seize trunks 1, 2, and 3 belonging to OLG1 during a measured hour,
traffic intensity A [CCS] carried by the OLGL1 is calculated as below;

> Twa _ 60+120+180
100 100

A=

= 3.6[CCS]

A: traffic intensity[CCS] T_hold: holding time

ISDN Trunk Traffic Intensity

Traffic intensity carried by the ISDN trunk group is calculated in the same way of analog trunk group
except the holding time calculation.
All Trunk Traffic Intensity

Traffic intensity reported is calculated with the holding time of all trunks.

Abandoned Calls

An abandoned call is usually an incoming trunk call that the caller hangs up before it is answered.
Incoming calls on a Strata Net trunk are never counted as abandoned. When a call from Node A to
Node B via Strata Net is attempted, Node B will count the attempt as an incoming trunk call. If the
call is abandoned it will not be included in the abandoned call count.

A call on an incoming CO line to Node A, routed to a station in Node B, that is abandoned will be
recorded as an abandoned call only in Node A.

Hourly Traffic Reports (Program 921)

TM, when ON, sends data each hour. The data is stored in the SD/SM card on the processor in a
TRAFFIC folder or it can be sent to an external device via LAN or RS-232. Each file is named:
MMDDHHNN. trf,

MM = Month (01 - 12)
DD =Day (01 - 31)

HH = Hour (01 - 24)

NN = Sequence Number

Traffic Measure

1. In Network eManager go to Alarm/Traffic > Traffic Measure > Control Setup.
2. In the Traffic Tab
* 01 Traffic Measurement On/Off - Select Enable to run traffic measurement.

* 02 Send TM Data to SM/SD Card - Set to Enable to send data to the SM/SD card (TRAFFIC
folder) and, if setup in 1/0O Device configuration, to an external device (RS232c or LAN). Set
to Disable to send data only to the external device. The external device must be set (refer to
the I/O Device configuration below).

* 03 Select Tenant to Measure - This selects the System Day/Night Table to be used for the
Work Day and Non-Work Day and Holiday definitions. This does not select TM by tenant.

* 04 to 12 Set the Time Zone (report hours) in each category.

¢ Select the appropriate tab at the top of the page for 13 Traffic Measurement Unit (CCS or
Erlang),
Select the other tabs to setup Incoming Line Group, Outgoing Line Groups, DID
Numbers, DID Intercept, DTMF/Conf., and Hunt Groups.
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/O Device Setup

For TM output to an external device, set the /O Device.

1.

In Network eManager go to System > I/O Device. (Program 803 APPLICATION PORT
ASSIGNMENTS)

. In 00 Logical Device No. - Select 600-traffic Report.

In 01 Device Connection - Select LAN or RS232.
If set to LAN go to Step 5. If set to RS232c go to Step 6.

4. Select an unused Port Index No. If the TM output will be to an RS232 port choose an index

7.

number in the range 1 ~ 4.

. Select the LAN Device tab (Program 801 CIX/CTX NETWORK JACK LAN DEVICE

ASSIGNMENTS):

00 LAN Port Index No. - Click on List and select the Index Number chosen in Step 3.
01 Protocol - TCP

02 Application Type - Client

03 Data Flow - Asynchronization

04 Server Port No. - 0 (default)

05 Client IP - IP address of the Traffic Measurement application or application PC
06 Client TCP Port No. - 5050

07 Read Retry No. - 1 (default)

08 Write Retry No. - 1 (default)

Go to Step 7.

Click on the RS232 Serial Port tab. (Program 804 BSIS RS-232 SERIAL PORT SET UP)
00 BSIS port (1 ~ 4) - assigned in Step 3.

01 Port Speed - Baud rate of the TM device

02 Port Parity - TM device parity

03 Data Bits - TM device data bits

04 Flow Control - Flow

05 Wait Timer - Number of seconds to wait for connection to TM device (0 ~ 255) (0 =
permanent)

Setup is complete. Click on Submit.

Specified Traffic Reports (Program 922)

Traffic Reports are a summary of the Traffic Report Generator (Program 922). Traffic Reports are
stored as a file named TRAFFIC.TRF, written to the SD/SM card. The SD/SM card must be inserted
in the processor car before executing this program. The SD/SM card can store one Traffic Report.
If a report is on the SD/SM card when another report is started, the new report will overwrite the old
report. The TRAFFIC.trf file will be mixed in with the YYMMDDHHNN.trf files.

1.
2.
3.

In Network eManager go to Alarm/Traffic > Traffic Measure > Traffic Report.
01 Start Traffic Report - Start - start a report. Cancel - stop a report that is running.

02 First Date in Traffic Report - The first day of TM data to be included in the report. Traffic
Report Start Time - The First hour of the first day of TM data to be included in the report.

03 Last Date in Traffic Report - The last day of TM data to be included in the report. Traffic
Report Stop Time - The last hour of the first day of TM data to be included in the report.

04 Traffic Report Status - No entry. This is a status display.
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